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I.- Ley General de Organizaciones y Actividades Auxiliares del Crédito. 
 
Artículo 56.- La inspección y vigilancia de las organizaciones auxiliares del crédito, casas de cambio y sociedades financieras de objeto 
múltiple reguladas queda confiada a la Comisión Nacional Bancaria y de Valores, la que tendrá, en lo que no se oponga a esta Ley, 
respecto de dichas organizaciones auxiliares del crédito, casas de cambio y sociedades financieras de objeto múltiple reguladas, todas 
las facultades que en materia de inspección y vigilancia le confiere la Ley de Instituciones de Crédito para instituciones de banca múltiple, 
quien la llevará a cabo sujetándose a lo previsto en su ley, en el Reglamento respectivo y en las demás disposiciones que resulten 
aplicables. 

 
En lo que respecta a las sociedades financieras de objeto múltiple no reguladas, los centros cambiarios y los transmisores de dinero, la 
inspección y vigilancia de estas sociedades, se llevará a cabo por la mencionada Comisión, exclusivamente para verificar el cumplimiento 
de los preceptos a que se refiere el artículo 95 Bis de esta Ley y las disposiciones de carácter general que de éste deriven. 

 
Las organizaciones auxiliares del crédito y casas de cambio deberán rendir a la Secretaría de Hacienda y Crédito Público y a la Comisión 
Nacional Bancaria y de Valores, en la forma y términos que al efecto establezcan, los informes, documentos y pruebas que sobre su 
organización, operaciones, contabilidad, inversiones o patrimonio les soliciten para fines de regulación, supervisión, control, inspección, 
vigilancia, estadística y demás funciones que, conforme a esta Ley u otras disposiciones legales y administrativas, les corresponda 
ejercer. 
 
Artículo 87-E.- En los contratos de arrendamiento financiero, factoraje financiero y crédito que celebren las sociedades financieras de 
objeto múltiple y en los que se pacte que el arrendatario, el factorado o el acreditado pueda disponer de la suma acreditada o del importe 
del préstamo en cantidades parciales o esté autorizado para efectuar reembolsos previos al vencimiento del término señalado en el 
contrato, el estado de cuenta certificado por el contador de la sociedad correspondiente hará fe, salvo prueba en contrario, en el juicio 
respectivo para la fijación del saldo resultante a cargo del deudor. 
 
Artículo 87-M.- En las operaciones de crédito, arrendamiento financiero y factoraje financiero, las sociedades financieras de objeto 
múltiple deberán: 

 
I.  Informar a sus clientes previamente sobre la contraprestación; monto de los pagos parciales, la forma y periodicidad para 

liquidarlos; cargas financieras; accesorios; monto y detalle de cualquier cargo, si lo hubiera; número de pagos a realizar, su 
periodicidad; en su caso, el derecho que tiene a liquidar anticipadamente la operación y las condiciones para ello y, los 
intereses, incluidos los moratorios, forma de calcularlos y el tipo de tasa y, en su caso, tasa de descuento. 

 
II.  De utilizarse una tasa fija, también se informará al cliente el monto de los intereses a pagar en cada período. De utilizarse 

una tasa variable, se informará al cliente sobre la regla de ajuste de la tasa, la cual no podrá depender de decisiones 
unilaterales de la sociedad financiera de objeto múltiple respectiva, sino de las variaciones que registre una tasa de interés 
representativa del costo de la operación al cliente, la cual deberá ser fácilmente verificable por el cliente; 

 
III.  Informar al cliente el monto total a pagar por la operación de que se trate, en su caso, número y monto de pagos individuales, 

los intereses, comisiones y cargos correspondientes, incluidos los fijados por pagos anticipados o por cancelación; 
proporcionándole debidamente desglosados los conceptos correspondientes; 

 
IV.  (Se deroga). 

 
La Comisión Nacional para la Protección y Defensa de los Usuarios de Servicios Financieros podrá emitir recomendaciones a las 
sociedades financieras de objeto múltiple para alcanzar el cumplimiento de lo dispuesto por este artículo. 
 
Artículo 95 Bis.- Las sociedades financieras de objeto múltiple no reguladas, los centros cambiarios y los transmisores de dinero, en 
términos de las disposiciones de carácter general que emita la Secretaría de Hacienda y Crédito Público, con la previa opinión de la 
Comisión Nacional Bancaria y de Valores, estarán obligados, en adición a cumplir con las demás obligaciones que les resulten 
aplicables, a: 



I. Establecer medidas y procedimientos para prevenir y detectar actos, omisiones u operaciones que pudieran favorecer, 
prestar ayuda, auxilio o cooperación de cualquier especie para la comisión de los delitos previstos en los artículos 139 ó 
148 Bis del Código Penal Federal o que pudieran ubicarse en los supuestos del artículo 400 Bis del mismo Código; 

 
II. Presentar a la Secretaría de Hacienda y Crédito Público, por conducto de la Comisión Nacional Bancaria y de Valores, 

reportes sobre: 
 

a. Los actos, operaciones y servicios que realicen con sus clientes y usuarios, relativos a la fracción anterior, y 
 
b. Todo acto, operación o servicio, que pudiesen ubicarse en el supuesto previsto en la fracción I de este artículo o 

que, en su caso, pudiesen contravenir o vulnerar la adecuada aplicación de las disposiciones señaladas en la misma, 
que realice o en el que intervenga algún miembro del consejo de administración, administrador, directivo, funcionario, 
empleados, factor y apoderado. 

 
III. Registrar en su contabilidad cada una de las operaciones o actos que celebren con sus clientes o usuarios, así como de 

las operaciones que celebren con instituciones financieras. 
 
Los reportes a que se refiere la fracción II de este artículo, de conformidad con las disposiciones de carácter general previstas en el 
mismo, se elaborarán y presentarán tomando en consideración, cuando menos, las modalidades que al efecto estén referidas en dichas 
disposiciones; las características que deban reunir los actos, operaciones y servicios a que se refiere este artículo para ser reportados, 
teniendo en cuenta sus montos, frecuencia y naturaleza, los instrumentos monetarios y financieros con que se realicen, y las prácticas 
comerciales que se observen en las plazas donde se efectúen; así como la periodicidad y los sistemas a través de los cuales habrá de 
transmitirse la información. Los reportes deberán referirse cuando menos a operaciones que se definan por las disposiciones de carácter 
general como relevantes, internas preocupantes e inusuales, las relacionadas con transferencias internacionales y operaciones en 
efectivo realizadas en moneda extranjera. 
 
Asimismo, la Secretaría de Hacienda y Crédito Público, en las citadas disposiciones de carácter general, emitirá los lineamientos sobre 
el procedimiento y criterios que las sociedades financieras de objeto múltiple no reguladas, los centros cambiarios y los transmisores de 
dinero deberán observar respecto de: 
 

a. El adecuado conocimiento de sus clientes y usuarios, para lo cual aquéllas deberán considerar los antecedentes, 
condiciones específicas, actividad económica o profesional y las plazas en que operen; 

 
b. La información y documentación que dichas sociedades financieras de objeto múltiple no reguladas, los centros cambiarios 

y los transmisores de dinero deban recabar para la celebración de las operaciones y servicios que ellas presten y que 
acrediten plenamente la identidad de sus clientes; 

 
c. La forma en que las mismas sociedades financieras de objeto múltiple no reguladas, los centros cambiarios y los 

transmisores de dinero deberán resguardar y garantizar la seguridad de la información y documentación relativas a la 
identificación de sus clientes y usuarios o quienes lo hayan sido, así como la de aquellos actos, operaciones y servicios 
reportados conforme al presente artículo; 

 
d. Los términos para proporcionar capacitación al interior de sociedades financieras de objeto múltiple no reguladas, los 

centros cambiarios y los transmisores de dinero sobre la materia objeto de este artículo. Las disposiciones de carácter 
general a que se refiere el presente artículo señalarán los términos para su debido cumplimiento; 

 
e. El uso de sistemas automatizados que coadyuven al cumplimiento de las medidas y procedimientos que se establezcan 

en las propias disposiciones de carácter general a que se refiere este artículo, y 
 
f. El establecimiento de aquellas estructuras internas que deban funcionar como áreas de cumplimiento en la materia, al 

interior de cada sociedad financiera de objeto múltiple no regulada, centro cambiario y transmisor de dinero. 
 
Las sociedades financieras de objeto múltiple no reguladas, los centros cambiarios y los transmisores de dinero, en términos de las 
disposiciones de carácter general previstas en el primer párrafo de este artículo, deberán conservar, por al menos diez años, la 
información y documentación a que se refiere el inciso c) del párrafo anterior, sin perjuicio de lo establecido en éste u otros ordenamientos 
aplicables. 
 
La Secretaría de Hacienda y Crédito Público estará facultada para requerir y recabar, por conducto de la Comisión Nacional Bancaria y 
de Valores, información y documentación relacionada con los actos, operaciones y servicios a que se refiere la fracción II de este artículo. 
Las sociedades financieras de objeto múltiple no reguladas, los centros cambiarios y los transmisores de dinero estarán obligados a 
proporcionar dicha información y documentación. 
 



Las sociedades financieras de objeto múltiple no reguladas, los centros cambiarios y los transmisores de dinero, deberán suspender de 
forma inmediata la realización de actos, operaciones o servicios con los clientes o usuarios que la Secretaría de Hacienda y Crédito 
Público les informe mediante una lista de personas bloqueadas que tendrá el carácter de confidencial. La lista de personas bloqueadas 
tendrá la finalidad de prevenir y detectar actos, omisiones u operaciones que pudieran ubicarse en los supuestos previstos en los 
artículos referidos en la fracción I de este artículo. 
 
La obligación de suspensión a que se refiere el párrafo anterior dejará de surtir sus efectos cuando la Secretaria de Hacienda y Crédito 
Público elimine de la lista de personas bloqueadas al cliente o usuario en cuestión. 
 
La Secretaría de Hacienda y Crédito Público establecerá, en las disposiciones de carácter general a que se refiere este artículo, los 
parámetros para la determinación de la introducción o eliminación de personas en la lista de personas bloqueadas. 
 
El cumplimiento de las obligaciones señaladas en este artículo no implicará trasgresión alguna a la obligación de confidencialidad legal, 
ni constituirá violación a las restricciones sobre revelación de información establecidas por vía contractual. 
 
Las disposiciones de carácter general a que se refiere este artículo deberán ser observadas por las sociedades financieras de objeto 
múltiple no reguladas, los centros cambiarios y los transmisores de dinero, así como por los miembros del consejo de administración, 
administradores, directivos, funcionarios, empleados, factores y apoderados respectivos, por lo cual, tanto las sociedades como las 
personas mencionadas serán responsables del estricto cumplimiento de las obligaciones que mediante dichas disposiciones se 
establezcan. 
 
La violación a las disposiciones a que se refiere este artículo será sancionada por la Comisión Nacional Bancaria y de Valores conforme 
al procedimiento previsto en el artículo 88 Bis de la presente Ley, con multa equivalente del diez por ciento al cien por ciento del monto 
del acto, operación o servicio que se realice con un cliente o usuario que se haya informado que se encuentra en la lista de personas 
bloqueadas a que se refiere este artículo; con multa equivalente del diez por ciento al cien por ciento de la operación inusual no reportada 
o, en su caso, de la serie de operaciones relacionadas entre sí del mismo cliente o usuario, que debieron haber sido reportadas como 
operaciones inusuales; tratándose de operaciones relevantes, internas preocupantes, las relacionadas con transferencias 
internacionales y operaciones en efectivo realizadas en moneda extranjera, no reportadas, así como los incumplimientos a cualquiera 
de los incisos a., b., c., e. y f. del tercer párrafo de este artículo, se sancionará con multa de 10,000 a 100,000 días de salario y en los 
demás casos de incumplimiento a este precepto y a las disposiciones que de él emanen multa de 2,000 a 30,000 días de salario. 
 
Las mencionadas sanciones podrán ser impuestas a las sociedades financieras de objeto múltiple no reguladas, los centros cambiarios 
y los transmisores de dinero, así como a sus miembros del consejo de administración, administradores, directivos, funcionarios, 
empleados, factores y apoderados respectivos, así como a las personas físicas y morales que, en razón de sus actos, hayan ocasionado 
o intervenido para que dichas entidades financieras incurran en la irregularidad o resulten responsables de la misma. 
 
La Comisión Nacional Bancaria y de Valores tendrá la facultad de supervisar, vigilar e inspeccionar el cumplimiento y observancia de lo 
dispuesto por este artículo, así como por las disposiciones de carácter general que emita la Secretaría de Hacienda y Crédito Público 
en términos del mismo. 
 
Asimismo, la Comisión Nacional Bancaria y de Valores podrá ordenar a las instituciones de crédito, casas de bolsa y casas de cambio 
con las que operen los centros cambiarios y los transmisores de dinero, que suspendan o cancelen los contratos que tengan celebrados 
con dichas personas y se abstengan de realizar nuevas operaciones, cuando presuma que se encuentran violando lo previsto en este 
artículo o las disposiciones de carácter general que de éste emanen. 
 
Los servidores públicos de la Secretaría de Hacienda y Crédito Público y de la Comisión Nacional Bancaria y de Valores, los centros 
cambiarios, las sociedades financieras de objeto múltiple no reguladas y los transmisores de dinero, sus miembros del consejo de 
administración, administradores, directivos, funcionarios, empleados, factores y apoderados, deberán abstenerse de dar noticia de los 
reportes y demás documentación e información a que se refiere este artículo, a personas o autoridades distintas a las facultadas 
expresamente en los ordenamientos relativos para requerir, recibir o conservar tal documentación e información. La violación a estas 
obligaciones será sancionada en los términos de las leyes correspondientes. 
 
II.- Código Civil Federal 
 
Artículo 1803.- El consentimiento puede ser expreso o tácito, para ello se estará a lo siguiente: 
 
I.- Será expreso cuando la voluntad se manifiesta verbalmente, por escrito, por medios electrónicos, ópticos o por cualquier otra 

tecnología, o por signos inequívocos, y 
 
II.- El tácito resultará de hechos o de actos que lo presupongan o que autoricen a presumirlo, excepto en los casos en que por ley o por 
convenio la voluntad deba manifestarse expresamente.. 
 



Artículo 1811.- La propuesta y aceptación hechas por telégrafo producen efectos si los contratantes con anterioridad habían estipulado 
por escrito esta manera de contratar, y si los originales de los respectivos telegramas contienen las firmas de los contratantes y los 
signos convencionales establecidos entre ellos. 
 
Artículo 1834.- Cuando se exija la forma escrita para el contrato, los documentos relativos deben ser firmados por todas las personas 
a las cuales se imponga esa obligación.  
 
Si alguna de ellas no puede o no sabe firmar, lo hará otra a su ruego y en el documento se imprimirá la huella digital del interesado que 
no firmó. 
 
Artículo 1834 bis.- Los supuestos previstos por el artículo anterior se tendrán por cumplidos mediante la utilización de medios 
electrónicos, ópticos o de cualquier otra tecnología, siempre que la información generada o comunicada en forma íntegra, a través de 
dichos medios sea atribuible a las personas obligadas y accesibles para su ulterior consulta. 
 
En los casos en que la ley establezca como requisito que un acto jurídico deba otorgarse en instrumento ante fedatario público, éste y 
las partes obligadas podrán generar, enviar, recibir, archivar o comunicar la información que contenga los términos exactos en que las 
partes han decidido obligarse mediante la utilización de medios electrónicos, ópticos o de cualquier otra tecnología, en cuyo caso el 
fedatario público, deberá hacer constar en el propio instrumento los elementos a través de los cuales se atribuye dicha información a 
las partes y conservar bajo su resguardo una versión íntegra de la misma para su ulterior consulta, otorgando dicho instrumento de 
conformidad con la legislación aplicable que lo rige. 
 
Artículo 2111.- Nadie está obligado al caso fortuito sino cuando ha dado causa contribuido a él, cuando ha aceptado expresamente esa 
responsabilidad, o cuando la ley se la impone. 
 
III.- Ley para la Transparencia y Ordenamiento de los Servicios Financieros 
 

Artículo 10 Bis 1.- En los créditos al consumo otorgados por Entidades, la terminación del contrato podrá hacerse en cualquier 
momento por parte del Cliente acreditado, en cuyo caso la relación jurídica derivada de los recursos previamente dispuestos, solo 
continuará en vigor para efectos del pago del principal con los intereses y accesorios que correspondan al crédito otorgado, procediendo 
a la cancelación del Medio de Disposición, en su caso. 

 
En caso de que un crédito al consumo se pague mediante la contratación de uno nuevo con otra Entidad, los Clientes podrán convenir 
con esta última que realice los trámites necesarios para dar por terminado dicho crédito ante la Entidad original. 
 
Será responsabilidad de la Entidad que solicite la cancelación de la operación el contar con la autorización del titular o titulares del 
crédito de que se trate, debidamente otorgada conforme a lo previsto en este artículo. 
 
La Entidad con la que el Cliente haya decidido dar por terminada la operación, estará obligada a dar a conocer a la Entidad encargada 
de realizar los trámites de terminación respectivos, toda la información necesaria para ello, incluyendo la relativa a los saldos insolutos 
del crédito. Para estos efectos, bastará con la solicitud que ésta le envíe en los términos a que se refiere el último párrafo de este 
artículo. 
 
En caso de que el Cliente objete la terminación del contrato por no haber otorgado la autorización respectiva, cualquier daño o perjuicio 
causado a dicho Cliente o a otras Entidades será responsabilidad de la Entidad solicitante. Lo anterior, sin perjuicio de las sanciones 
aplicables en términos de esta u otras leyes. 
 
Las solicitudes, autorizaciones, instrucciones y comunicaciones a que se refiere este artículo podrán llevarse a cabo por escrito con 
firma autógrafa o a través de medios electrónicos, ópticos o de cualquier otra tecnología que previamente convengan las partes, siempre 
y cuando pueda comprobarse fehacientemente el acto jurídico de que se trate. 
 
Lo dispuesto por este artículo se sujetará a las disposiciones de carácter general que emita la Comisión Nacional para la Protección y 
Defensa de los Usuarios de Servicios Financieros. 
 
Artículo 11. Los Contratos de Adhesión que utilicen las Entidades Financieras para documentar operaciones masivas deberán cumplir 
con los requisitos que mediante disposiciones de carácter general establezca la Comisión Nacional para la Protección y Defensa de los 
Usuarios de Servicios Financieros. Las disposiciones señalaran los tipos específicos de Contratos de Adhesión a los que les serán 
aplicables las mismas y lo que debe entenderse por operaciones masivas en términos de este artículo. 
 
Los Contratos de Adhesión que empleen las Entidades Comerciales deberán cumplir con los requisitos que mediante disposiciones de 
carácter general establezca la Procuraduría Federal del Consumidor. 
 
Las disposiciones mencionadas en los párrafos anteriores deberán considerar los aspectos siguientes: 



I.- Los sanos usos y prácticas bancarias y comerciales, según corresponda, relacionadas con la operación o servicio; 
II.- La utilización de formatos que faciliten la lectura y comprensión del contenido obligacional de los contratos; 
II Bis.- La utilización de una carátula para los contratos de adhesión que se definan en las disposiciones citadas para que faciliten su 
lectura, comprensión, y comparación, deberán contener entre otros aspectos, lo siguiente: 

a) Los elementos esenciales de la operación que permitan al Cliente comparar los servicios del mismo tipo ofrecido por diversas 
Entidades; 

b) Las advertencias en materia de tasas y Comisiones que representen penalidades para el Cliente y los supuestos en los que 
serían aplicables; 

c) Campos claros que permitan distinguir términos y condiciones tales como las Comisiones y Tasas de Interés, el CAT y el 
monto total a pagar en el caso de créditos, préstamos o financiamientos, y 

d) Las demás que contribuyan a transparentar y facilitar su lectura, la comprensión y comparación. 
III.- Las bases para dejar claramente establecidas las características, términos y condiciones del servicio; 
IV.- Los procedimientos de notificación y bases para la aceptación por parte de los Clientes de las modificaciones a los Contratos de 
Adhesión mediante las cuales tengan contratados operaciones o servicios; 
V.- El procedimiento a seguirse para la cancelación del servicio; 
VI.- Los conceptos de cobro y sus montos; 
VII.- El espacio donde deba firmar el aval, fiador u obligado solidario, en todo contrato de adhesión que documente un crédito, préstamo 
o financiamiento, incorporando una advertencia respecto de las consecuencias de firmar el contrato, en caso de que el obligado principal 
incumpla por cualquier causa, y 
VIII.- La Comisión Nacional para la Protección y Defensa de los Usuarios de Servicios Financieros podrá requerir la inclusión de leyendas 
explicativas. 
 
Adicionalmente, la Comisión Nacional para la Protección y Defensa de los Usuarios de Servicios Financieros señalará los tipos de 
Contratos de Adhesión que documenten las operaciones o servicios que celebren las Entidades Financieras, que requieran autorización 
previa de la citada Comisión. 
 
Las Entidades Financieras deberán remitir a la Comisión Nacional para la Protección y Defensa de los Usuarios de Servicios Financieros, 
los modelos de Contratos de Adhesión, a efecto de que ésta integre un Registro de Contratos de Adhesión para consulta del público en 
general. 
 
La Procuraduría Federal del Consumidor y la Comisión Nacional para la Protección y Defensa de los Usuarios de Servicios Financieros, 
en el ámbito de sus competencias, revisarán los modelos de Contrato de Adhesión para verificar que éstos se ajusten a lo previsto en 
las disposiciones emitidas conforme a este precepto. 
 
Asimismo, las referidas Procuraduría Federal del Consumidor y Comisión Nacional para la Protección y Defensa de los Usuarios de 
Servicios Financieros, en el ámbito de sus competencias, podrán ordenar que se modifiquen los modelos de Contratos de Adhesión a 
fin de adecuarlos a las leyes y otras disposiciones aplicables y, en su caso, suspender su uso respecto de nuevas operaciones hasta 
en tanto sean modificados. 
 
Todo Contrato de Adhesión celebrado en territorio nacional, para su validez, deberá estar escrito en idioma español y deberá contener 
la firma o huella digital del Cliente o su consentimiento expreso por los medios electrónicos que al efecto se hayan pactado. 
 
Los modelos de Contratos de Adhesión deberán contener las Comisiones que la Entidad cobre. Se prohíbe que dichas entidades 
carguen o cobren Comisiones que no estén previstas en los Contratos de Adhesión o se modifiquen en contravención a esta Ley. Toda 
modificación a las Comisiones, cuando resulte aplicable, deberá registrarse en términos del artículo 6 de esta Ley. 
 
Artículo 23. En todas las operaciones y servicios que las Entidades Financieras celebren por medio de Contratos de Adhesión 
masivamente celebradas y hasta por los montos máximos que establezca la Comisión Nacional para la Protección y Defensa de los 
Usuarios de Servicios Financieros en disposiciones de carácter general, aquéllas deberán proporcionarle a sus Clientes la asistencia, 
acceso y facilidades necesarias para atender las aclaraciones relacionadas con dichas operaciones y servicios. 
Al efecto, sin perjuicio de los demás procedimientos y requisitos que impongan otras autoridades financieras facultadas para ello en 
relación con operaciones materia de su ámbito de competencia, en todo caso se estará a lo siguiente: 

 
I.  Cuando el Cliente no esté de acuerdo con alguno de los movimientos que aparezcan en el estado de cuenta respectivo o en 

los medios electrónicos, ópticos o de cualquier otra tecnología que se hubieren pactado, podrá presentar una solicitud de 
aclaración dentro del plazo de noventa días naturales contados a partir de la fecha de corte o, en su caso, de la realización 
de la operación o del servicio. 

 
La solicitud respectiva podrá presentarse ante la sucursal en la que radica la cuenta, o bien, en la unidad especializada de la 
institución de que se trate, mediante escrito, correo electrónico o cualquier otro medio por el que se pueda comprobar 
fehacientemente su recepción. En todos los casos, la institución estará obligada a acusar recibo de dicha solicitud. 



 Tratándose de cantidades a cargo del Cliente dispuestas mediante cualquier mecanismo determinado al efecto por la 
Comisión Nacional para la Protección y Defensa de los Usuarios de los Servicios Financieros en disposiciones de carácter 
general, el Cliente tendrá el derecho de no realizar el pago cuya aclaración solicita, así como el de cualquier otra cantidad 
relacionada con dicho pago, hasta en tanto se resuelva la aclaración conforme al procedimiento a que se refiere este artículo; 

 
II.  Una vez recibida la solicitud de aclaración, la institución tendrá un plazo máximo de cuarenta y cinco días para entregar al 

Cliente el dictamen correspondiente, anexando copia simple del documento o evidencia considerada para la emisión de dicho 
dictamen, con base en la información que, conforme a las disposiciones aplicables, deba obrar en su poder, así como un 
informe detallado en el que se respondan todos los hechos contenidos en la solicitud presentada por el Cliente. En el caso 
de reclamaciones relativas a operaciones realizadas en el extranjero, el plazo previsto en este párrafo será hasta de ciento 
ochenta días naturales. 

 
El dictamen e informe antes referidos deberán formularse por escrito y suscribirse por personal de la institución facultado 
para ello. En el evento de que, conforme al dictamen que emita la institución, resulte procedente el cobro del monto respectivo, 
el Cliente deberá hacer el pago de la cantidad a su cargo, incluyendo los intereses ordinarios conforme a lo pactado, sin que 
proceda el cobro de intereses moratorios y otros accesorios generados por la suspensión del pago realizada en términos de 
esta disposición; 
 

III.  Dentro del plazo de cuarenta y cinco días naturales contado a partir de la entrega del dictamen a que se refiere la fracción 
anterior, la institución estará obligada a poner a disposición del Cliente en la sucursal en la que radica la cuenta, o bien, en 
la unidad especializada de la institución de que se trate, el expediente generado con motivo de la solicitud, así como a integrar 
en éste, bajo su más estricta responsabilidad, toda la documentación e información que, conforme a las disposiciones 
aplicables, deba obrar en su poder y que se relacione directamente con la solicitud de aclaración que corresponda y sin incluir 
datos correspondientes a operaciones relacionadas con terceras personas; 

 
IV. En caso de que la institución no diere respuesta oportuna a la solicitud del Cliente o no le entregare el dictamen e informe 

detallado, así como la documentación o evidencia antes referidos, la Comisión Nacional para la Protección y Defensa de los 
Usuarios de los Servicios Financieros, impondrá multa en los términos previstos en la fracción XI del artículo 43 de esta Ley 
por un monto equivalente al reclamado por el Cliente en términos de este artículo, y 

 
V.  Hasta en tanto la solicitud de aclaración de que se trate no quede resuelta de conformidad con el procedimiento señalado en 

este artículo, la institución no podrá reportar como vencidas las cantidades sujetas a dicha aclaración a las sociedades de 
información crediticia. 

 
Lo antes dispuesto es sin perjuicio del derecho de los Clientes de acudir ante la Comisión Nacional para la Protección y Defensa de los 
Usuarios de Servicios Financieros o ante la autoridad jurisdiccional correspondiente conforme a las disposiciones legales aplicables, así 
como de las sanciones que deban imponerse a la institución por incumplimiento a lo establecido en el presente artículo. Sin embargo, 
el procedimiento previsto en este artículo quedará sin efectos a partir de que el Cliente presente su demanda ante autoridad jurisdiccional 
o conduzca su reclamación en términos de la Ley de Protección y Defensa al Usuario de Servicios Financieros. 
 
IV.- Código Penal Federal 
 
Artículo 139.- Se impondrá pena de prisión de quince a cuarenta años y cuatrocientos a mil doscientos días multa, sin perjuicio de las 
penas que correspondan por otros delitos que resulten: 

 
I.  A quien utilizando sustancias tóxicas, armas químicas, biológicas o similares, material radioactivo, material nuclear, 

combustible nuclear, mineral radiactivo, fuente de radiación o instrumentos que emitan radiaciones, explosivos, o armas de 
fuego, o por incendio, inundación o por cualquier otro medio violento, intencionalmente realice actos en contra de bienes o 
servicios, ya sea públicos o privados, o bien, en contra de la integridad física, emocional, o la vida de personas, que produzcan 
alarma, temor o terror en la población o en un grupo o sector de ella, para atentar contra la seguridad nacional o presionar a 
la autoridad o a un particular, u obligar a éste para que tome una determinación. 

II.  Al que acuerde o prepare un acto terrorista que se pretenda cometer, se esté cometiendo o se haya cometido en territorio 
nacional. 

 
Las sanciones a que se refiere el primer párrafo de este artículo se aumentarán en una mitad, cuando además: 
 

I. El delito sea cometido en contra de un bien inmueble de acceso público; 
 
II. Se genere un daño o perjuicio a la economía nacional, o 
 
III. En la comisión del delito se detenga en calidad de rehén a una persona. 

 



Artículo 139 Quáter.- Se impondrá la misma pena señalada en el artículo 139 de este Código, sin perjuicio de las penas que 
corresponden por los demás delitos que resulten, al que por cualquier medio que fuere ya sea directa o indirectamente, aporte o recaude 
fondos económicos o recursos de cualquier naturaleza, con conocimiento de que serán destinados para financiar o apoyar actividades 
de individuos u organizaciones terroristas, o para ser utilizados, o pretendan ser utilizados, directa o indirectamente, total o parcialmente, 
para la comisión, en territorio nacional o en el extranjero, de cualquiera de los delitos previstos en los ordenamientos legales siguientes: 

 
I. Del Código Penal Federal, los siguientes: 
 

1) Terrorismo, previstos en los artículos 139, 139 Bis y 139 Ter; 
2) Sabotaje, previsto en el artículo 140; 
 
3) Terrorismo Internacional, previsto en los artículos 148 Bis, 148 Ter y 148 Quáter; 
 
4) Ataques a las vías de comunicación, previstos en los artículos 167, fracción IX, y 170, párrafos primero, segundo y 

tercero, y 
 
5) Robo, previsto en el artículo 368 Quinquies. 

II.  De la Ley que Declara Reservas Mineras los Yacimientos de Uranio, Torio y las demás Substancias de las cuales se obtengan 
Isótopos Hendibles que puedan producir Energía Nuclear, los previstos en los artículos 10 y 13. 

 
Artículo 139 Quinquies.- Se aplicará de uno a nueve años de prisión y de cien a trescientos días multa, a quien encubra a una persona 
que haya participado en los delitos previstos en el artículo 139 Quáter de este Código. 
 
Artículo 148 Bis.- Se impondrá pena de prisión de quince a cuarenta años y de cuatrocientos a mil doscientos días multa, sin perjuicio 
de las penas que correspondan por otros delitos que resulten: 

 
I. A quien utilizando sustancias tóxicas, armas químicas, biológicas o similares, material radioactivo, material nuclear, combustible 

nuclear, mineral radiactivo, fuente de radiación o instrumentos que emitan radiaciones, explosivos o armas de fuego, o por incendio, 
inundación o por cualquier otro medio violento, realice en territorio mexicano, actos en contra de bienes, personas o servicios, de un 
Estado extranjero, o de cualquier organismo u organización internacionales, que produzcan alarma, temor o terror en la población o en 
un grupo o sector de ella, para presionar a la autoridad de ese Estado extranjero, u obligar a éste o a un organismo u organización 
internacionales para que tomen una determinación; 

 
II. Al que cometa el delito de homicidio o algún acto contra la libertad de una persona internacionalmente protegida; 
 
III. Al que realice, en territorio mexicano, cualquier acto violento en contra de locales oficiales, residencias particulares o medios de 

transporte de una persona internacionalmente protegida, que atente en contra de su vida o su libertad, o 
 
IV. Al que acuerde o prepare en territorio mexicano un acto terrorista que se pretenda cometer, se esté cometiendo o se haya 

cometido en el extranjero. 
 

Para efectos de este artículo se entenderá como persona internacionalmente protegida a un jefe de Estado incluso cada uno de los 
miembros de un órgano colegiado cuando, de conformidad con la constitución respectiva, cumpla las funciones de jefe de Estado, un 
jefe de gobierno o un ministro de relaciones exteriores, así como los miembros de su familia que lo acompañen y, además, a cualquier 
representante, funcionario o personalidad oficial de un Estado o cualquier funcionario, personalidad oficial u otro agente de una 
organización intergubernamental que, en el momento y en el lugar en que se cometa un delito contra él, los miembros de su familia que 
habiten con él, sus locales oficiales, su residencia particular o sus medios de transporte, tenga derecho a una protección especial 
conforme al derecho internacional. 
 
Artículo 148 Ter.- Se impondrá pena de cinco a diez años de prisión y de cien a trescientos días multa, a quien encubra a un terrorista, 
teniendo conocimiento de su identidad o de que realiza alguna de las actividades previstas en el presente capítulo. 

 
Artículo 148 Quáter.- Se aplicará pena de seis a doce años de prisión y de doscientos a seiscientos días multa al que amenace con 
cometer el delito de terrorismo a que se refieren las fracciones I a III del artículo 148 Bis. 
 
Artículo 400 Bis. Se impondrá de cinco a quince años de prisión y de mil a cinco mil días multa al que, por sí o por interpósita persona 
realice cualquiera de las siguientes conductas: 

 
I. Adquiera, enajene, administre, custodie, posea, cambie, convierta, deposite, retire, dé o reciba por cualquier motivo, invierta, 

traspase, transporte o transfiera, dentro del territorio nacional, de éste hacia el extranjero o a la inversa, recursos, derechos o bienes de 
cualquier naturaleza, cuando tenga conocimiento de que proceden o representan el producto de una actividad ilícita, o 
 



II. Oculte, encubra o pretenda ocultar o encubrir la naturaleza, origen, ubicación, destino, movimiento, propiedad o titularidad de 
recursos, derechos o bienes, cuando tenga conocimiento de que proceden o representan el producto de una actividad ilícita. 

 
Para efectos de este Capítulo, se entenderá que son producto de una actividad ilícita, los recursos, derechos o bienes de cualquier 

naturaleza, cuando existan indicios fundados o certeza de que provienen directa o indirectamente, o representan las ganancias derivadas 
de la comisión de algún delito y no pueda acreditarse su legítima procedencia. 

 
En caso de conductas previstas en este Capítulo, en las que se utilicen servicios de instituciones que integran el sistema financiero, 

para proceder penalmente se requerirá la denuncia previa de la Secretaría de Hacienda y Crédito Público. 
 
Cuando la Secretaría de Hacienda y Crédito Público, en ejercicio de sus facultades de fiscalización, encuentre elementos que 

permitan presumir la comisión de alguno de los delitos referidos en este Capítulo, deberá ejercer respecto de los mismos las facultades 
de comprobación que le confieren las leyes y denunciar los hechos que probablemente puedan constituir dichos ilícitos. 

 
Artículo 400 Bis 1. Las penas previstas en este Capítulo se aumentarán desde un tercio hasta en una mitad, cuando el que realice 
cualquiera de las conductas previstas en el artículo 400 Bis de este Código tiene el carácter de consejero, administrador, funcionario, 
empleado, apoderado o prestador de servicios de cualquier persona sujeta al régimen de prevención de operaciones con recursos de 
procedencia ilícita, o las realice dentro de los dos años siguientes de haberse separado de alguno de dichos cargos. 

 
Además, se les impondrá inhabilitación para desempeñar empleo, cargo o comisión en personas morales sujetas al régimen de 
prevención hasta por un tiempo igual al de la pena de prisión impuesta. La inhabilitación comenzará a correr a partir de que se haya 
cumplido la pena de prisión. 

 
Las penas previstas en este Capítulo se duplicarán, si la conducta es cometida por servidores públicos encargados de prevenir, detectar, 
denunciar, investigar o juzgar la comisión de delitos o ejecutar las sanciones penales, así como a los ex servidores públicos encargados 
de tales funciones que cometan dicha conducta en los dos años posteriores a su terminación. Además, se les impondrá inhabilitación 
para desempeñar empleo, cargo o comisión hasta por un tiempo igual al de la pena de prisión impuesta. La inhabilitación comenzará a 
correr a partir de que se haya cumplido la pena de prisión. 

 
Asimismo, las penas previstas en este Capítulo se aumentarán hasta en una mitad si quien realice cualquiera de las conductas previstas 
en el artículo 400 Bis, fracciones I y II, utiliza a personas menores de dieciocho años de edad o personas que no tienen capacidad para 
comprender el significado del hecho o que no tiene capacidad para resistirlo. 
 
V.- Ley Federal de Protección de Datos Personales en Posesión de los Particulares 
 
Artículo 36.- Las transferencias nacionales o internacionales de datos podrán llevarse a cabo sin el consentimiento de la persona titular 
cuando se ubiquen en alguno de los supuestos siguientes: 
 

I. La transferencia esté prevista en una Ley o Tratado en los que México sea parte; 
II. La transferencia sea necesaria para la prevención o el diagnóstico médico, la prestación de asistencia sanitaria, tratamiento 

médico o la gestión de servicios sanitarios; 
III. La transferencia sea efectuada a sociedades controladoras, subsidiarias o afiliadas bajo el control común del responsable, o 

a una sociedad matriz o a cualquier sociedad del mismo grupo del responsable que opere bajo los mismos procesos y 
políticas internas; 

IV. La transferencia sea necesaria por virtud de un contrato celebrado o por celebrar en interés de la persona titular, por el 
responsable y un tercero; 

V. La transferencia sea necesaria o legalmente exigida para la salvaguarda de un interés público, o para la procuración o 
administración de justicia; 

VI. La transferencia sea precisa para el reconocimiento, ejercicio o defensa de un derecho en un proceso judicial, y 
La transferencia sea precisa para el mantenimiento o cumplimiento de una relación jurídica entre el responsable y la persona titular. 
 
VI.- Ley Federal para la Prevención e Identificación de Operaciones con Recursos de Procedencia Ilícita 
 
Artículo 18. Quienes realicen las Actividades Vulnerables a que se refiere el artículo anterior tendrán las obligaciones siguientes: 

 
I.- Identificar y conocer de manera directa a las personas Clientes o Usuarias con quienes realicen la Actividad Vulnerable y verificar 
su identidad basándose en documentos u otros medios de identificación con reconocimiento oficial, así como recabar copia de los 
mismos, de conformidad con las Reglas de carácter general que emita la Secretaría;  
II.- Para los casos en que se establezca una Relación de negocios, se solicitará a la Persona Cliente o Usuaria la información sobre 
su actividad u ocupación, basándose entre otros, en los avisos de inscripción y actualización de actividades presentados para 
efectos del Registro Federal de Contribuyentes; 



III.- Cuando la Cliente o Usuaria sea persona moral, fideicomiso u otra figura jurídica, recabar documentos u otros medios de 
identificación con reconocimiento oficial que permita identificar a su Beneficiario Controlador, de conformidad con las Reglas de 
carácter general que emita la Secretaría. Cuando la Cliente o Usuaria sea persona física, recabar la declaración acerca de si tiene 
o no conocimiento de la existencia de una persona Beneficiario Controlador y, en su caso, la documentación que permita identificarla, 
de conformidad con las Reglas de carácter general que emita la Secretaría; 
IV.- Custodiar, proteger, resguardar y evitar la destrucción u ocultamiento de la información y documentación que sirva de soporte 
a la Actividad Vulnerable, incluyendo los registros de las operaciones realizadas que permitan la reconstrucción de operaciones en 
lo individual, la correspondencia comercial que las partes involucradas se hubieran compartido para llevar a cabo la operación y los 
resultados de los análisis previos que se hayan realizado en su caso, así como la que identifique a las personas Clientes o Usuarias, 
en términos de las reglas de carácter general que emita la Secretaría. La información y documentación a que se refiere el párrafo 
anterior deberá conservarse de manera física o electrónica, en el domicilio registrado ante la Secretaría para este efecto, excepto 
para la fracción XIV del artículo 17 de esta Ley, por al menos un plazo de diez años contado a partir de la fecha de la realización de 
la Actividad Vulnerable, sin perjuicio de lo establecido en otros ordenamientos aplicables. Cuando se trate de información y 
documentación correspondiente a aquellos conceptos respecto de los cuales se hubiera promovido algún recurso o juicio, el plazo 
para conservarla se interrumpirá en la fecha de su presentación y se reiniciará hasta que la resolución definitiva que se emita quede 
firme; 
IV Bis.- Realizar su alta y registro o, en su caso, modificación o baja del Padrón de personas que realizan Actividades Vulnerables, 
a través del Portal en Internet, de conformidad con lo establecido en la Ley, el Reglamento, y las reglas de carácter general. 
Para realizar el alta y registro y sus actualizaciones, quienes realicen las Actividades Vulnerables establecidas en el artículo 17 de 
la Ley deberán enviar la información, documentación, datos e imágenes a través de los medios electrónicos y en el formato oficial 
que para tales efectos determine la Secretaría, los cuales deberán ser publicados en el Diario Oficial de la Federación, así como 
sus modificaciones; 
V.- Brindar las facilidades necesarias para que se lleven a cabo las visitas de verificación en los términos de esta Ley, su 
Reglamento, y las reglas de carácter general; 
VI.- Presentar los Avisos e Informes ante la Secretaría conforme lo establecido en la presente Ley, así como en las reglas de 
carácter general. En caso de sospecha o de contar con información basada en hechos o indicios, de que los recursos relacionados 
con los actos u operaciones pudieran provenir o estar destinados a la comisión de los Delitos de Operaciones con Recursos de 
Procedencia Ilícita, deberán presentar Aviso dentro de las 24 horas siguientes en que tuvieron conocimiento de dicha información 
o se generó la sospecha, incluso si el acto u operación no se celebró, considerando las guías que para tal efecto emita la Secretaría, 
de conformidad con las reglas de carácter general correspondientes; 
VII.- Llevar a cabo una evaluación con un enfoque basado en Riesgos, en términos de las reglas de carácter general que al efecto 
emita la Secretaría, que les permita identificar, analizar, entender y mitigar sus Riesgos, así como los de las personas Clientes o 
Usuarias; 
VIII.- Elaborar y observar un Manual de Políticas Internas que contenga los criterios, medidas y procedimientos necesarios para 
cumplir con las obligaciones previstas en la presente Ley, incluyendo las que les permitan identificar y dar seguimiento a los actos 
u operaciones que lleven a cabo con Personas Políticamente Expuestas, en los términos de las reglas de carácter general que 
emita la Secretaría. En caso de que las personas a que se refiere este artículo formen parte de un grupo empresarial, deberán 
implementar políticas aplicables a todas las sucursales y filiales de propiedad mayoritaria, incluidas las extranjeras, para la 
prevención de los Delitos de Operaciones con Recursos de Procedencia Ilícita, los Delitos relacionados con estos y con las 
estructuras financieras de las organizaciones delictivas, así como evitar el uso de los recursos para su financiamiento, conforme a 
las reglas de carácter general que emita la Secretaría; 
IX.- Desarrollar procesos para la selección de personal, así como adoptar programas de capacitación anuales, dirigidos a quienes 
integran su órgano de administración o persona administradora única, directivas, personas representantes encargadas de 
cumplimiento y empleadas o empleados que tengan relación directa con las personas Clientes o Usuarias, según corresponda, que 
contemplen la difusión de la Ley y su normativa secundaria, así como del Manual de Políticas Internas señalado en la fracción VIII 
de este artículo, en términos de las reglas de carácter general que emita la Secretaría; 
X.- Contar con mecanismos automatizados que les permitan llevar a cabo un monitoreo permanente de los actos u operaciones que 
realicen con las personas Clientes o Usuarias para identificar aquellas que no se encuentren dentro del perfil transaccional de las 
personas Clientes o Usuarias conforme a las reglas de carácter general que emita la Secretaría o que deban acumularse conforme 
al penúltimo párrafo del artículo 17 de la Ley. Dichos mecanismos también deben permitir dar un seguimiento intensificado a las 
personas Clientes o Usuarias que sean consideradas Personas Políticamente Expuestas o de alto Riesgo, conforme a lo dispuesto 
por la fracción IX del artículo 6 de la Ley o la evaluación que se realice en términos de la fracción VII de este artículo, y 
XI.- Contar con la revisión por parte del área de auditoría interna o de una persona auditora externa independiente cuando el riesgo 
de quien realiza la Actividad Vulnerable sea bajo o medio, o bien, de una persona auditora externa independiente cuando el riesgo 
de quien realiza la Actividad Vulnerable sea alto, según la evaluación realizada conforme a la fracción VII de este artículo, para 
evaluar y dictaminar en un año calendario la efectividad del cumplimiento de las obligaciones previstas en la Ley y demás 
disposiciones aplicables. Dichas auditorías se regularán en términos de las reglas de carácter general que emita la Secretaría 
 
La Secretaría, mediante acuerdos publicados en el Diario Oficial de la Federación, podrá establecer excepciones al cumplimiento 
de las obligaciones previstas en la presente Ley, su reglamento, reglas de carácter general y demás disposiciones legales de 
aplicación supletoria, en casos fortuitos o de fuerza mayor que afecten a quienes realizan las actividades consideradas vulnerables 
de la presente Sección. 



Artículo 21.  
 
Los clientes o usuarios de quienes realicen Actividades Vulnerables les proporcionarán a éstos la información y documentación 
necesaria para el cumplimiento de las obligaciones que esta Ley establece. 
 
Quienes realicen las Actividades Vulnerables deberán abstenerse, sin responsabilidad alguna, de llevar a cabo el acto u operación de 
que se trate cuando las personas Clientes o Usuarias se nieguen a proporcionarles la información o documentación a que se refiere el 
párrafo anterior. 
 
VII. Código de Comercio 
 

Artículo 89.- Las disposiciones de este Título regirán en toda la República Mexicana en asuntos del orden comercial, sin perjuicio 
de lo dispuesto en los tratados internacionales de los que México sea parte. 

 
Las actividades reguladas por este Título se someterán en su interpretación y aplicación a los principios de neutralidad tecnológica, 

autonomía de la voluntad, compatibilidad internacional y equivalencia funcional del Mensaje de Datos en relación con la información 
documentada en medios no electrónicos y de la Firma Electrónica en relación con la firma autógrafa. 

 
En los actos de comercio y en la formación de los mismos podrán emplearse los medios electrónicos, ópticos o cualquier otra 

tecnología. Para efecto del presente Código, se deberán tomar en cuenta las siguientes definiciones: 
 
Certificado: Todo Mensaje de Datos u otro registro que confirme el vínculo entre un Firmante y los datos de creación de Firma 

Electrónica. 
 
Datos de Creación de Firma Electrónica: Son los datos únicos, como códigos o claves criptográficas privadas, que el Firmante 

genera de manera secreta y utiliza para crear su Firma Electrónica, a fin de lograr el vínculo entre dicha Firma Electrónica y el Firmante. 
 
Destinatario: La persona designada por el Emisor para recibir el Mensaje de Datos, pero que no esté actuando a título de 

Intermediario con respecto a dicho Mensaje. 
 
Digitalización: Migración de documentos impresos a mensaje de datos, de acuerdo con lo dispuesto en la norma oficial mexicana 

sobre digitalización y conservación de mensajes de datos que para tal efecto emita la Secretaría. 
 
Emisor: Toda persona que, al tenor del Mensaje de Datos, haya actuado a nombre propio o en cuyo nombre se haya enviado o 

generado ese mensaje antes de ser archivado, si éste es el caso, pero que no haya actuado a título de Intermediario. 
 
Firma Electrónica: Los datos en forma electrónica consignados en un Mensaje de Datos, o adjuntados o lógicamente asociados 

al mismo por cualquier tecnología, que son utilizados para identificar al Firmante en relación con el Mensaje de Datos e indicar que el 
Firmante aprueba la información contenida en el Mensaje de Datos, y que produce los mismos efectos jurídicos que la firma autógrafa, 
siendo admisible como prueba en juicio. 

 
Firma Electrónica Avanzada o Fiable: Aquella Firma Electrónica que cumpla con los requisitos contemplados en las fracciones I 

a IV del artículo 97. 
 
En aquellas disposiciones que se refieran a Firma Digital, se considerará a ésta como una especie de la Firma Electrónica. 
 
Firmante: La persona que posee los datos de la creación de la firma y que actúa en nombre propio o de la persona a la que 

representa. 
 
Intermediario: En relación con un determinado Mensaje de Datos, se entenderá toda persona que, actuando por cuenta de otra, 

envíe, reciba o archive dicho Mensaje o preste algún otro servicio  con respecto a él. 
 
Mensaje de Datos: La información generada, enviada, recibida o archivada por medios electrónicos, ópticos o cualquier otra 

tecnología. 
 
Parte que Confía: La persona que, siendo o no el Destinatario, actúa sobre la base de un Certificado o de una Firma Electrónica. 
 
Prestador de Servicios de Certificación: La persona o institución pública que preste servicios relacionados con firmas 

electrónicas, expide los certificados o presta servicios relacionados como la conservación de mensajes de datos, el sellado digital de 
tiempo y la digitalización de documentos impresos, en los términos que se establezca en la norma oficial mexicana sobre digitalización 
y conservación de mensajes de datos que para tal efecto emita la Secretaría. 
 



Secretaría: Se entenderá la Secretaría de Economía. 
 
Sello Digital de Tiempo: El registro que prueba que un dato existía antes de la fecha y hora de emisión del citado Sello, en los 

términos que se establezca en la norma oficial mexicana sobre digitalización y conservación de mensajes de datos que para tal efecto 
emita la Secretaría. 

 
Sistema de Información: Se entenderá todo sistema utilizado para generar, enviar, recibir, archivar o procesar de alguna otra 

forma Mensajes de Datos. 
 
Titular del Certificado: Se entenderá a la persona a cuyo favor fue expedido el Certificado. 
 
Artículo 89 bis.- No se negarán efectos jurídicos, validez o fuerza obligatoria a cualquier tipo de información por la sola razón de 

que esté contenida en un Mensaje de Datos. Por tanto, dichos mensajes podrán ser utilizados como medio probatorio en cualquier 
diligencia ante autoridad legalmente reconocida, y surtirán los mismos efectos jurídicos que la documentación impresa, siempre y cuando 
los mensajes de datos se ajusten a las disposiciones de este Código y a los lineamientos normativos correspondientes. 

 
Artículo 90.- Se presumirá que un Mensaje de Datos proviene del Emisor si ha sido enviado: 
 
I. Por el propio Emisor; 
 
II. Usando medios de identificación, tales como claves o contraseñas del Emisor o por alguna persona facultada para actuar en 

nombre del Emisor respecto a ese Mensaje de Datos, o 
 
III. Por un Sistema de Información programado por el Emisor o en su nombre para que opere automáticamente. 
 
Artículo 90 bis.- Se presume que un Mensaje de Datos ha sido enviado por el Emisor y, por lo tanto, el Destinatario o la Parte que 

Confía, en su caso, podrá actuar en consecuencia, cuando: 
 
I.  Haya aplicado en forma adecuada el procedimiento acordado previamente con el Emisor, con el fin de establecer que el 

Mensaje de Datos provenía efectivamente de éste, o 
 
II.  El Mensaje de Datos que reciba el Destinatario o la Parte que Confía, resulte de los actos de un Intermediario que le haya 

dado acceso a algún método utilizado por el Emisor para identificar un Mensaje  de Datos como propio. 
 
Lo dispuesto en el presente artículo no se aplicará: 
I.  A partir del momento en que el Destinatario o la Parte que Confía, haya sido informado por el Emisor de que el Mensaje 

de Datos no provenía de éste, y haya dispuesto de un plazo razonable para actuar en consecuencia, o 
 
II.  A partir del momento en que el Destinatario o la Parte que Confía, tenga conocimiento, o debiere tenerlo, de haber actuado 

con la debida diligencia o aplicado algún método convenido, que el Mensaje de Datos no provenía del Emisor. 
 
Salvo prueba en contrario y sin perjuicio del uso de cualquier otro método de verificación de la identidad del Emisor, se presumirá 

que se actuó con la debida diligencia si el método que usó el Destinatario o la Parte que Confía cumple con los requisitos establecidos 
en este Código para la verificación de la fiabilidad de las Firmas Electrónicas. Cuando se acuerde el uso de comunicaciones electrónicas 
certificadas, éstas deberán realizarse conforme a los requisitos previstos en la Norma Oficial Mexicana a que se refiere el artículo 49 del 
Código de Comercio. 

 
Artículo 91.- Salvo pacto en contrario entre el Emisor y el Destinatario, el momento de recepción de un Mensaje de Datos se 

determinará como sigue: 
 
I.  Si el Destinatario ha designado un Sistema de Información para la recepción de Mensajes de Datos, ésta tendrá lugar en 

el momento en que ingrese en dicho Sistema de Información; 
 
II.  De enviarse el Mensaje de Datos a un Sistema de Información del Destinatario que no sea el Sistema de Información 

designado, o de no haber un Sistema de Información designado, en el momento en que  el Destinatario recupere el Mensaje 
de Datos, o 

 
III.  Si el Destinatario no ha designado un Sistema de Información, la recepción tendrá lugar cuando el Mensaje de Datos 

ingrese a un Sistema de Información del Destinatario. 
 
Lo dispuesto en este artículo será aplicable aun cuando el Sistema de Información esté ubicado en un lugar distinto de donde se 

tenga por recibido el Mensaje de Datos conforme al artículo 94. 



Cuando se acuerde el uso de comunicaciones electrónicas certificadas, éstas deberán realizarse conforme a los requisitos previstos 
en la Norma Oficial Mexicana a que se refiere el artículo 49 del Código de Comercio. 

 
Artículo 91 bis.- Salvo pacto en contrario entre el Emisor y el Destinatario, el Mensaje de Datos se tendrá por expedido cuando 

ingrese en un Sistema de Información que no esté bajo el control del Emisor o del Intermediario. 
 
Artículo 92.- En lo referente a acuse de recibo de Mensajes de Datos, se estará a lo siguiente: 
 
I.  Si al enviar o antes de enviar un Mensaje de Datos, el Emisor solicita o acuerda con el Destinatario que se acuse recibo 

del Mensaje de Datos, pero no se ha acordado entre éstos una forma o método determinado para efectuarlo, se podrá 
acusar recibo mediante: 

 
a)  Toda comunicación del Destinatario, automatizada o no, o 
 
b)  Todo acto del Destinatario, que baste para indicar al Emisor que se ha recibido el Mensaje de Datos. 

 
II.  Cuando el Emisor haya indicado que los efectos del Mensaje de Datos estarán condicionados a la recepción de un acuse 

de recibo, se considerará que el Mensaje de Datos no ha sido enviado en tanto que no se haya recibido el acuse de recibo 
en el plazo fijado por el Emisor o dentro de un plazo razonable atendiendo a la naturaleza del negocio, a partir del momento 
del envío del Mensaje de Datos; 

 
III.  Cuando el Emisor haya solicitado o acordado con el Destinatario que se acuse recibo del Mensaje de Datos, 

independientemente de la forma o método determinado para efectuarlo, salvo que: 
 

a)  El Emisor no haya indicado expresamente que los efectos del Mensaje de Datos estén condicionados a la 
recepción del acuse de recibo, y 

 
b)  No se haya recibido el acuse de recibo en el plazo solicitado o acordado o, en su defecto, dentro de un plazo 

razonable atendiendo a la naturaleza del negocio. 
 

El Emisor podrá dar aviso al Destinatario de que no ha recibido el acuse de recibo solicitado o acordado y fijar un nuevo 
plazo razonable para su recepción, contado a partir del momento de este aviso. Cuando el Emisor reciba acuse de recibo 
del Destinatario, se presumirá que éste ha recibido el Mensaje de Datos correspondiente; 

 
IV.  Cuando en el acuse de recibo se indique que el Mensaje de Datos recibido cumple con los requisitos técnicos convenidos 

o establecidos en ley, se presumirá que ello es así. 
 
V.  Cuando se acuerde el uso de comunicaciones electrónicas certificadas, éstas deberán realizarse conforme a los requisitos 

previstos en la Norma Oficial Mexicana a que se refiere el artículo 49 del Código de Comercio. 
 
Artículo 93.- Cuando la ley exija la forma escrita para los actos, convenios o contratos, este supuesto  se tendrá por cumplido 

tratándose de Mensaje de Datos, siempre que la información en él contenida se mantenga íntegra y sea accesible para su ulterior 
consulta, sin importar el formato en el que se encuentre  o represente. 

 
Cuando adicionalmente la ley exija la firma de las partes, dicho requisito se tendrá por cumplido tratándose de Mensaje de Datos, 

siempre que éste sea atribuible a dichas partes. 
 
En los casos en que la ley establezca como requisito que un acto jurídico deba otorgarse en instrumento ante fedatario público, éste 

y las partes obligadas podrán, a través de Mensajes de Datos, expresar los términos exactos en que las partes han decidido obligarse, 
en cuyo caso el fedatario público deberá hacer constar en el propio instrumento los elementos a través de los cuales se atribuyen dichos 
mensajes a las partes y conservar bajo su resguardo una versión íntegra de los mismos para su ulterior consulta, otorgando dicho 
instrumento de conformidad con la legislación aplicable que lo rige. 

 
Artículo 93 bis.- Sin perjuicio de lo dispuesto en el artículo 49 de este Código, cuando la ley requiera que la información sea 

presentada y conservada en su forma original, ese requisito quedará satisfecho respecto a un Mensaje de Datos: 
 
I. Si existe garantía confiable de que se ha conservado la integridad de la información, a partir del momento en que se generó por 

primera vez en su forma definitiva, como Mensaje de Datos o en alguna otra forma, y 
 
II. De requerirse que la información sea presentada, si dicha información puede ser mostrada a la persona a la que se deba 

presentar. 
 



Para efectos de este artículo, se considerará que el contenido de un Mensaje de Datos es íntegro, si éste ha permanecido completo 
e inalterado independientemente de los cambios que hubiere podido sufrir el medio que lo contiene, resultado del proceso de 
comunicación, archivo o presentación. El grado de confiabilidad requerido será determinado conforme a los fines para los que se generó 
la información y de todas las circunstancias relevantes del caso. 

 
Artículo 94.- Salvo pacto en contrario entre el Emisor y el Destinatario, el Mensaje de Datos se tendrá por expedido en el lugar 

donde el Emisor tenga su establecimiento y por recibido en el lugar donde el Destinatario tenga el suyo. Para los fines del presente 
artículo: 

 
I. Si el Emisor o el Destinatario tienen más de un establecimiento, su establecimiento será el que guarde una relación más estrecha 

con la operación subyacente o, de no haber una operación subyacente, su establecimiento principal, y 
 
II. Si el Emisor o el Destinatario no tienen establecimiento, se tendrá en cuenta su lugar de residencia habitual. 
 
Artículo 95.- Conforme al artículo 90, siempre que se entienda que el Mensaje de Datos proviene del Emisor, o que el Destinatario 

tenga derecho a actuar con arreglo a este supuesto, dicho Destinatario tendrá derecho a considerar que el Mensaje de Datos recibido 
corresponde al que quería enviar el iniciador, y podrá proceder en consecuencia. El Destinatario no gozará de este derecho si sabía o 
hubiera sabido, de haber actuado con la debida diligencia, o de haber aplicado algún método previamente acordado, que la transmisión 
había dado lugar a un error en el Mensaje de Datos recibido. 

 
Se presume que cada Mensaje de Datos recibido es un Mensaje de Datos diferente, salvo que el Destinatario sepa, o debiera saber, 

de haber actuado con la debida diligencia, o de haber aplicado algún método previamente acordado, que el nuevo Mensaje de Datos 
era un duplicado. 

 
CAPÍTULO I BIS 
De la Digitalización 
 

Artículo 95 bis 1.- Para el caso de los servicios de digitalización se estará a lo siguiente: 
 
a. En todo caso, los documentos podrán ser digitalizados en el formato que determine el comerciante. 
 
b. Una vez concluida la digitalización del documento, deberá acompañarse al mismo, así como a cada uno de los anexos que en 

su caso se generen, la firma electrónica avanzada del comerciante, y del prestador de servicios de certificación que ejecutó las 
actividades de digitalización, en caso de que así haya sido. 

 
c. Cuando un prestador de servicios de certificación realice la digitalización de un documento, habrá presunción legal sobre el 

adecuado cumplimiento de las disposiciones legales y normativas relativas a dicho proceso, salvo prueba en contrario. 
 
d. La información que en virtud de acuerdos contractuales quede en poder de un prestador de servicios de certificación, se regirá 

por lo dispuesto en la Ley Federal de Protección de Datos Personales en Posesión de los Particulares. 
 
e. En todo caso, el prestador de servicios de certificación que ejecutó las actividades de digitalización deberá mantener la 

confidencialidad de la información, salvo por mandato judicial. 
 
Artículo 95 bis 2.- En materia de conservación de mensajes de datos, será responsabilidad estricta del comerciante mantenerlos 

bajo su control, acceso y resguardo directo, a fin de que su ulterior consulta pueda llevarse a cabo en cualquier momento. 
 
Artículo 95 bis 3.- En el caso de documentos digitalizados o almacenados por prestadores de servicios de certificación, se 

necesitará que éstos cuenten con acreditación para realizar sus actividades a que hace referencia el artículo 102 de este Código. 
 
Artículo 95 bis 4.- En caso que los servicios de digitalización sean contratados a un prestador de servicios de certificación, éste 

presumirá la buena fe del contratante, así como la legitimidad de los documentos que le son confiados a digitalizar, limitándose a 
reflejarlos fiel e íntegramente en los medios electrónicos que le sean solicitados, bajo las penas en que incurren aquellos que cometen 
delitos en materia de falsificación de documentos. 

 
Contra la entrega de la información digitalizada y su correspondiente cotejo, el contratante deberá firmar una cláusula de satisfacción 

del servicio prestado, y proceder a adjuntar su firma electrónica avanzada a la información. 
 
Si el contratante no adjunta su firma electrónica avanzada a la información digitalizada, ésta no podrá surtir efecto legal alguno, y 

será de carácter meramente informativo. 
 



Asimismo, el prestador de servicios deberá implementar el mecanismo tecnológico necesario, a fin de que, una vez digitalizado y 
entregado el documento electrónico a satisfacción del cliente, éste no pueda ser modificado, alterado, enmendado o corregido de modo 
alguno, en los términos que se establezca en la norma oficial mexicana sobre digitalización y conservación de mensajes de datos que 
para tal efecto emita la Secretaría. 

 
Artículo 95 bis 5.- Se presumirá que aquellos prestadores de servicios de certificación que ofrezcan el servicio de almacenamiento 

de mensajes de datos, cuentan con los medios tecnológicos suficientes para garantizar razonablemente a los contratantes que la 
información bajo su control podrá ser ulteriormente consultada en cualquier tiempo, a no ser que existan causas demostradas de fuerza 
mayor o que no sean imputables al Prestador de Servicios autorizado. 

 
Artículo 95 bis 6.- Para los efectos de este Título, la Secretaría tendrá las siguientes facultades: 
 
I. Expedir y revocar las acreditaciones como Prestadores de Servicios de Certificación a que se refieren los artículos 95 Bis 3, 100 

y 102 de este Código, y 
 
II. Podrá verificar en cualquier tiempo el adecuado desarrollo de las operaciones de los prestadores de servicios de certificación. 
 

CAPITULO II 
De las Firmas 

 
Artículo 96.- Las disposiciones del presente Código serán aplicadas de modo que no excluyan, restrinjan o priven de efecto jurídico 

cualquier método para crear una Firma Electrónica. 
 
Artículo 97.- Cuando la ley requiera o las partes acuerden la existencia de una Firma en relación con un Mensaje de Datos, se 

entenderá satisfecho dicho requerimiento si se utiliza una Firma Electrónica que resulte apropiada para los fines para los cuales se 
generó o comunicó ese Mensaje de Datos. 

 
La Firma Electrónica se considerará Avanzada o Fiable si cumple por lo menos los siguientes requisitos: 
 
I. Los Datos de Creación de la Firma, en el contexto en que son utilizados, corresponden exclusivamente al Firmante; 
 
II. Los Datos de Creación de la Firma estaban, en el momento de la firma, bajo el control exclusivo  del Firmante; 
 
III. Es posible detectar cualquier alteración de la Firma Electrónica hecha después del momento de la firma, y 
 
IV. Respecto a la integridad de la información de un Mensaje de Datos, es posible detectar cualquier alteración de ésta hecha 

después del momento de la firma. 
 
Lo dispuesto en el presente artículo se entenderá sin perjuicio de la posibilidad de que cualquier persona demuestre de cualquier 

otra manera la fiabilidad de una Firma Electrónica; o presente pruebas de que una Firma Electrónica no es fiable. 
 
Artículo 98.- Los Prestadores de Servicios de Certificación determinarán y harán del conocimiento de los usuarios si las Firmas 

Electrónicas Avanzadas o Fiables que les ofrecen cumplen o no los requerimientos dispuestos en las fracciones I a IV del artículo 97. 
 
La determinación que se haga, con arreglo al párrafo anterior, deberá ser compatible con las normas y criterios internacionales 

reconocidos. 
 
Lo dispuesto en el presente artículo se entenderá sin perjuicio de la aplicación de las normas del derecho internacional privado. 
 
Artículo 99.- El Firmante deberá: 
 
I. Cumplir las obligaciones derivadas del uso de la Firma Electrónica; 
 
II. Actuar con diligencia y establecer los medios razonables para evitar la utilización no autorizada de los Datos de Creación de la 

Firma; 
 
III. Cuando se emplee un Certificado en relación con una Firma Electrónica, actuar con diligencia razonable para cerciorarse de que 

todas las declaraciones que haya hecho en relación con el Certificado, con su vigencia, o que hayan sido consignadas en el mismo, son 
exactas. 

 
El Firmante será responsable de las consecuencias jurídicas que deriven por no cumplir oportunamente las obligaciones previstas 

en el presente artículo, y 



IV. Responder por las obligaciones derivadas del uso no autorizado de su firma, cuando no hubiere obrado con la debida diligencia 
para impedir su utilización, salvo que el Destinatario conociere de la inseguridad de la Firma Electrónica o no hubiere actuado con la 
debida diligencia. 

 
VIII. Disposiciones de Carácter General en Materia de Transparencia Aplicables a las Sociedades Financieras De Objeto 
Múltiple, Entidades No Reguladas 
 
Artículo 7. Los Contratos de Adhesión de las Entidades Financieras, para su formalización, requieren del consentimiento expreso del 
Usuario, a través de los medios que para este fin se determinen conforme a la regulación aplicable. 
 

Tratándose de Contratos Múltiples, las Entidades Financieras deben señalar los medios para la formalización o contratación de cada 

uno de los productos o servicios específicos que ahí se incluyen. Sin embargo, para que éstos se perfeccionen, se debe contar con el 

consentimiento expreso del Usuario debiendo conservar evidencia del mismo, en su caso, incluyendo medios electrónicos, sin que en 

ningún caso se obligue al Usuario a la contratación de otro producto o servicio si no lo desea. En caso de que se trate de más de un 

producto o servicio relacionado entre si ofertado en conjunto en beneficio del Usuario, es obligación de las Entidades Financieras 

entregar al Usuario toda la información referente a los productos o servicios que integran este conjunto, para lo cual proporcionarán, por 

lo menos, los Contratos de Adhesión y carátulas vigentes, folletos informativos, publicidad y listado de Comisiones. 

Para el caso de la celebración del Contrato Múltiple, se deberá realizar la entrega, a elección del Usuario, de manera física o electrónica 

del Contrato de Adhesión y carátula correspondiente, en su caso de los anexos y carátulas respectivas de los productos y servicios que 

se contraten, en ese mismo acto. Para el caso de la contratación posterior de otros productos o servicios que se incluyan en el Contrato 

Múltiple, éstos podrán enviarse al correo electrónico que el Usuario hubiese proporcionado para tales efectos. 

 
Artículo 9. Las Entidades Financieras deben entregar a los Usuarios, al momento de la formalización de la operación, un ejemplar del 
Contrato de Adhesión que hayan celebrado y de los documentos que formen parte integrante del mismo. 
 
Asimismo, en sus oficinas o sucursales, deben proporcionar al público que así se los requiera, ejemplares vigentes de los formatos de 
los Contratos de Adhesión registrados en el RECA. 
 
Artículo 25. El Usuario podrá convenir por escrito la terminación de operaciones activas, por conducto de otra Entidad Financiera que 
se denominará receptora, y la cual, en caso de ser procedente debe abrir una cuenta a nombre del Usuario y comunicar a la Entidad 
Financiera transferente su compromiso sobre la veracidad y legitimidad de la instrucción de terminación por parte del Usuario. La Entidad 
Financiera receptora liquidará el adeudo del Usuario, convirtiéndose en acreedora del mismo por el importe correspondiente, y llevará 
a cabo los trámites respectivos, bajo su responsabilidad y sin cobro de Comisión alguna por tales gestiones. 
 
Una vez abierta la nueva cuenta, la Entidad Financiera receptora debe entregar al Usuario el Contrato de Adhesión, carátula y estado 
de cuenta en los términos establecidos en las presentes Disposiciones y confirmarle el pago y cancelación de las operaciones con la 
Entidad Financiera transferente. 
 
La Entidad Financiera receptora, cuando ofrezca estos servicios, deberá recibir por escrito en sus sucursales, las solicitudes de 
terminación de operaciones activas que los Usuarios deseen realizar con otras Entidades Financieras. Los documentos originales donde 
consta la manifestación de la voluntad del Usuario para dar por terminada la relación contractual con la Entidad Financiera transferente, 
deben ser conservados por la Entidad Financiera receptora como evidencia en su expediente, en el que conste el mecanismo de 
verificación de identidad utilizado. 
 
Artículo 26. En la terminación de operaciones activas que el Usuario solicite por conducto de la Entidad Financiera receptora, en 
términos de lo previsto en los artículos anteriores, ésta deberá sujetarse a lo siguiente: 

 
I. Contar con manuales que garanticen la seguridad, responsabilidad y eficiencia en el proceso de la terminación de 

operaciones; 
II. En los expedientes derivados de la terminación de operaciones activas debe señalarse el nombre y firma del funcionario 

responsable; 
III. Contar con la aprobación del crédito correspondiente, respecto de operaciones activas, cuyo importe debe ser suficiente para 

liquidar el saldo deudor a la fecha determinada, de acuerdo al último estado de cuenta o constancia que proporcione el 
Usuario, y se considerará dispuesto el crédito en el momento en que se realice el pago a la Entidad Financiera transferente; 

IV. Abstenerse de ofrecer, otorgar o ceder contraprestación alguna directa o indirectamente, a las empresas, sindicatos o 
personas que puedan ejercer influencia sobre otros Usuarios, con el propósito de promover la terminación de operaciones 
de manera colectiva; 

V. En el movimiento de recursos entre transferente y receptor, la operación de cargo en una Entidad y abono en la otra deberá 
realizarse con la misma fecha valor, y 



VI. Cubrir el pago de los daños y perjuicios ocasionados al Usuario, así como las sanciones que resulten aplicables, en caso de 
que no pueda comprobar la autorización respectiva del Usuario. 

 
Artículo 27. En la terminación de operaciones activas que el Usuario solicite por conducto de la Entidad Financiera receptora, la Entidad 
Financiera transferente deberá: 
 

I. Requerir al Usuario confirmación de haber solicitado a la Entidad Financiera receptora el servicio de cancelación y 
transferencia de recursos a través de los datos de localización que tenga convenidos con la Entidad Financiera transferente; 

II. Dar a conocer a la Entidad Financiera receptora, la información respecto al saldo y aquella que resulte necesaria para la 
terminación de la operación solicitada por el Usuario; 

III. En el movimiento de recursos entre transferente y receptor, la operación de cargo en una Entidad y abono en la otra deberá 
realizarse con la misma fecha valor, considerando que para tales efectos la Entidad Financiera transferente deberá renunciar 
a sus derechos de cobro remanente, que pudieran subsistir después del momento de la cancelación, y. 

 
 
IX. Disposiciones de carácter general a que se refieren los artículos 115 de la Ley de Instituciones de Crédito en relación con 
el 87-D de la Ley General de Organizaciones y Actividades Auxiliares del Crédito y 95-Bis de este último ordenamiento, 
aplicables a las sociedades financieras de objeto múltiple. 
 

4ª Ter.- Las Entidades que celebren un contrato a través de Dispositivos de forma no presencial con Clientes personas físicas o morales, 
ambas de nacionalidad mexicana, de acuerdo con lo establecido en el Anexo 2 de las presentes Disposiciones o, en el caso de las 
sociedades financieras de objeto múltiple reguladas que mantengan vínculos patrimoniales con una institución de crédito, conforme a 
las disposiciones de carácter general que emita la Comisión, además de los datos de identificación, a que se refiere la 4ª de las presentes 
Disposiciones, según sea el caso, deberán requerir y obtener de sus Clientes, la Geolocalización del Dispositivo desde el cual estos 
celebren el contrato, así como: 

I. Tratándose de Clientes personas físicas que declaren a la Entidad ser de nacionalidad mexicana: 

a) Consentimiento que podrá obtenerse mediante la Firma Electrónica o Firma Electrónica Avanzada. Dicho consentimiento 
hará prueba para acreditar legalmente la celebración del contrato que realice con la Entidad de forma no presencial. 

b) Correo electrónico o teléfono celular. 

c) En su caso, Clave Bancaria Estandarizada (CLABE) de una cuenta abierta en alguna entidad financiera o Entidad Financiera 
Extranjera autorizada para recibir depósitos, cuyo titular coincida con el nombre a que se refiere la 4ª, fracción I, de las presentes 
Disposiciones. 

d) La manifestación de la persona física en la que señale que actúa por cuenta propia. Dicha manifestación, podrá establecerse 
en los Términos y Condiciones que al efecto establezca la Entidad. 

e) La versión digital del documento válido de identificación personal oficial vigente de donde provengan los datos referidos en 
la presente disposición. 

f) La versión digital del comprobante de domicilio que podrá ser alguno de los señalados en el inciso b), numeral iii. de la fracción 
I de la 4ª de las presentes Disposiciones. 

No obstante, cuando el domicilio manifestado coincida con el de la credencial para votar del Cliente expedida por autoridad mexicana, 
en caso de que se haya identificado con la misma, esta funcionará como el comprobante de domicilio a que se refiere el presente inciso. 

II. Tratándose de Clientes que sean personas morales de nacionalidad mexicana: 

a) Correo electrónico. 

b) En su caso, Clave Bancaria Estandarizada (CLABE) de una cuenta abierta en alguna entidad financiera o Entidad Financiera 
Extranjera autorizadas para recibir depósitos, cuyo titular coincida con la denominación o razón social a que se refiere la 4ª, fracción II 
de las presentes Disposiciones. 

c) Consentimiento que podrá obtenerse mediante la Firma Electrónica o Firma Electrónica Avanzada, del representante legal. 
Dicho consentimiento hará prueba para acreditar legalmente la celebración del contrato que realice con la Entidad de forma no 
presencial. 

d) La información a que se refiere la 4ª, fracción II, inciso c) y fracción VI de las presentes Disposiciones. 

e) La versión digital de los documentos de identificación a que se refiere la 4ª, fracción II, inciso b) de las presentes 
Disposiciones, con excepción de los señalados en el numeral ii del mismo inciso. 
 
Las Entidades no deberán llevar a cabo la celebración del contrato de forma no presencial, cuando no recaben el dato relativo a la 
Geolocalización. 
 



Las Entidades no estarán  obligadas  a  recabar  el  dato  relativo  a  la  Geolocalización  tratándose  de  las sociedades, dependencias 
y entidades a que hace referencia el Anexo 1  de  las  presentes  Disposiciones, siempre que las referidas sociedades, dependencias y 
entidades hubieran sido clasificadas como Clientes con un Grado de Riesgo bajo en términos de la 21ª de estas Disposiciones. 

Se entenderá como documento válido de identificación personal oficial vigente para el cumplimiento de la presente Disposición, la 
credencial para votar expedida por el Instituto Nacional Electoral en el país o a través de las oficinas consulares de la Secretaría de 
Relaciones Exteriores en el extranjero, el pasaporte y el certificado de matrícula consular. 

Las Entidades podrán recabar las versiones digitales de la documentación a que se refiere la presente Disposición de forma no presencial 
y a través de medios electrónicos, ópticos o de cualquier otra tecnología. 

La versión digital del documento válido de identificación personal oficial vigente que las Entidades recaben para efectos de identificación 
deberá permitir su verificación en términos de las presentes Disposiciones. 

Adicionalmente, las versiones digitales de los documentos que las Entidades recaben deberán conservarse en sus Archivos o Registros 
conforme a las presentes Disposiciones. Las Entidades deberán conservar los documentos de conformidad con la norma oficial 
mexicana sobre digitalización y conservación de Mensajes de Datos aplicable o considerar una norma internacional siempre que el 
estándar de cumplimiento tenga al menos los requisitos de la norma oficial mexicana y no contravenga la misma. 

 
Las Entidades deberán establecer en su Manual de Cumplimiento, los criterios y mecanismos que habrán de adoptar para el 
cumplimiento a lo señalado en la presente disposición. 
 
7ª.- La Entidad, previo a establecer o iniciar una relación comercial con un Cliente, deberá celebrar una entrevista presencial con este 
o su representante legal, a fin de recabar los datos y documentos de identificación respectivos. Los resultados de la entrevista deberán 
asentarse de forma escrita o electrónica y constar en los Archivos o Registros de la Entidad. 
 
Tratándose de contratos celebrados conforme a la 4ª Ter de estas Disposiciones, la entrevista a que se refiere el párrafo anterior podrá 
realizarse de forma no presencial, pudiendo al efecto utilizar formularios que interactúen con el Cliente, en términos del Anexo 2 de las 
presentes Disposiciones o, en el caso de las sociedades financieras de objeto múltiple que mantengan vínculos patrimoniales con una 
institución de crédito, conforme a las disposiciones de carácter general que emita la Comisión. 
 
Las Entidades podrán suscribir convenios con terceros para la realización de la entrevista a que se refiere la presente disposición. En 
todo caso, las Entidades que se encuentren en el supuesto previsto en este párrafo serán responsables del cumplimiento de las 
obligaciones que, en materia de identificación y conocimiento del Cliente, establecen las presentes Disposiciones. 
 
En lo relativo a los contratos y operaciones referidos en la fracción I de la 13ª de estas Disposiciones, las Entidades podrán llevar a cabo 
la recepción o captura de los datos de forma remota, en sustitución de la entrevista antes mencionada, siempre y cuando la Entidad de 
que se trate, verifique la autenticidad de los datos del Cliente, para lo cual, ya sea directamente o a través de un tercero deberá realizar 
una consulta al Registro Nacional de Población a fin de integrar la Clave Única del Registro de Población del Cliente y validar que los 
datos proporcionados de manera remota por el mismo, con excepción del domicilio, coincidan con los registros existentes en las bases 
de datos de dicho Registro. 
 
13ª Ter.- Las Entidades deberán verificar los datos y documentos que sus posibles Clientes les proporcionen para acreditar su identidad. 
 
La verificación a que se refiere el párrafo anterior, podrá realizarse de forma no presencial conforme al Anexo 2 de las presentes 
Disposiciones o, en el caso de las sociedades financieras de objeto múltiple que mantengan vínculos patrimoniales con una institución 
de crédito, conforme a las disposiciones de carácter general que emita la Comisión, en lo que resulte aplicable. 
 
Cuando se trate de Operaciones de Clientes clasificados por las Entidades como de Grado de Riesgo bajo, la verificación, a que se 
refiere el primer párrafo de esta disposición, podrá ser hecha con posterioridad a la celebración del contrato de que se trate. En los 
casos a que se refiere el presente párrafo, las Entidades deberán informar a sus Clientes, que no podrán realizar Operaciones hasta 
que se concluya con el proceso de verificación a que se refiere la presente disposición. 
 
Las Entidades deberán establecer en su Manual de Cumplimiento, las políticas, criterios, medidas y procedimientos que habrán de 
adoptar para el cumplimiento a lo señalado en la presente disposición. 
 
La verificación de los datos y documentos a que se refiere la presente disposición, obtenidos de sus Clientes, podrá ser realizada por 
terceros sin que esto exima a las Entidades del cumplimiento a las obligaciones previstas en las presentes Disposiciones. 
 
ANEXO 2 
 
De la identificación no presencial 
Capítulo I "Objeto" 



Artículo 1.- El presente Anexo tiene por objeto establecer las medidas y procedimientos mínimos que las Entidades, con excepción de 
las sociedades financieras de objeto múltiple reguladas que mantengan vínculos patrimoniales con una institución de crédito, deberán 
observar a efecto de dar cumplimiento a la 4ª Ter de las presentes Disposiciones, sin perjuicio del cumplimiento de las diversas 
obligaciones establecidas en las mismas. 
 
Capítulo II "Umbrales para la identificación no presencial" 
 
Artículo 2.- Las Entidades deberán observar los siguientes umbrales por tipo de Mecanismo Tecnológico de Identificación y producto 
sobre el cual estas soliciten autorización a la Comisión para efectos del cumplimiento de la 4ª Ter de estas Disposiciones: 
 

I. Respecto al Mecanismo Tecnológico de Identificación previsto en el artículo 4 del presente Anexo, con relación a las 
Entidades, para efectos de la identificación de sus solicitantes, en la celebración no presencial de contratos de crédito que 
se otorguen a personas físicas, personas físicas con actividad empresarial o personas morales, todos de nacionalidad 
mexicana, y que no cuenten con garantía de inmuebles, se deberá pactar en los contratos respectivos que la línea de crédito 
o monto otorgado no exceda del equivalente en moneda nacional a 30,000 Unidades de Inversión. 

II. Respecto al Mecanismo Tecnológico de Identificación previsto en el artículo 5 del presente Anexo, con relación a las 
Entidades, para efectos de la identificación de sus solicitantes, en la celebración no presencial de contratos de créditos que 
se otorguen a personas físicas o personas físicas con actividad empresarial o personas morales, todos de nacionalidad 
mexicana, y que no cuenten con garantía de inmuebles, se deberá pactar en los contratos respectivos que la línea de crédito 
o monto otorgado no exceda del equivalente en moneda nacional a 60,000 Unidades de Inversión. 

 
Las Entidades deberán tomar como valor de referencia de las Unidades de Inversión a que se refiere el presente artículo, aquel aplicable 
para el último día del mes calendario anterior a aquel en que se lleve a cabo el cómputo del nivel de contrato para el otorgamiento de 
crédito de que se trate. 
 
Capítulo III "Mecanismos Tecnológicos de Identificación" 
 
Artículo 3.- Las Entidades podrán optar por alguno o ambos de los Mecanismos Tecnológicos de Identificación que se señalan en los 
artículos 4 o 5 sujetos a los umbrales señalados en el artículo 2 de este Anexo. Sin perjuicio de lo anterior, adicionalmente las Entidades 
podrán llevar a cabo el Mecanismo Tecnológico de Identificación a que se refiere el artículo 5 del presente Anexo sujeto a los umbrales 
a que se refiere la fracción I del artículo 2 del presente Anexo. 
 
Artículo 4.- Las Entidades deberán contar con una tecnología que permita identificar al solicitante mediante una grabación que contenga 
imagen y sonido, la cual deberá ser conservada sin ediciones en su total duración durante toda la vigencia del contrato y, una vez que 
este concluya, por un periodo de, al menos, diez años a partir de la conclusión de la relación contractual. 
 
Adicionalmente, durante el desarrollo del Mecanismo Tecnológico de Identificación a que se refiere el párrafo anterior, las Entidades 
deberán observar lo siguiente: 
 

a) Registrar la hora y fecha de su realización obtenidas de un servidor de tiempo protegido. 
b) Implementarlo a través de herramientas automatizadas que permitan su grabación y posterior reproducción. 
c) Verificar que la calidad de la imagen y sonido permita la plena identificación del solicitante, según los parámetros que 

establezcan las propias Entidades para tal efecto. 
d) Requerir al solicitante que muestre el documento válido de identificación que envió junto con el formulario a que se refiere la 

fracción III del artículo 7 del presente Anexo, tanto por el lado anverso como por el reverso, verificando que contenga los 
mismos datos y fotografía que el documento válido de identificación previamente enviado. 

e) Utilizar tecnología especializada que les permita lograr una identificación fehaciente del solicitante, asegurándose de que 
exista coincidencia entre su rostro y el del documento válido de identificación previamente enviado 

f) Realizar una prueba de vida al solicitante durante la implementación de los Mecanismos Tecnológicos de Identificación. 
 
Para efectos de lo anterior, se entenderá como prueba de vida a las pruebas técnicas con base en algoritmos, para medir y analizar las 
características anatómicas o reacciones voluntarias e involuntarias del solicitante, a efecto de determinar si una muestra biométrica está 
siendo capturada de un sujeto con vida presente en el punto de captura. 
 
Artículo 5.- Las Entidades deberán verificar la coincidencia de la información biométrica del solicitante ya sea con los registros del 
Instituto Nacional Electoral, la Secretaría de Relaciones Exteriores o con los de alguna otra autoridad mexicana que provea un servicio 
de verificación de información biométrica. 
 
En caso de que la información biométrica a que se refiere el párrafo anterior sean las huellas dactilares del solicitante, las Entidades 
deberán asegurarse de que las aplicaciones o medios de que dispongan aseguren que la huella dactilar se obtenga directamente del 
solicitante, es decir, una prueba de huella viva, evitando el registro de huellas provenientes de impresiones en algún material que 
pretenda simular la huella de otra persona o de imágenes que persigan tal fin, y contar con medidas de seguridad que garanticen que 



la información almacenada, procesada o enviada a través de dichas aplicaciones o medios no sea conocida ni utilizada por terceros no 
autorizados, así como autenticar que la huella dactilar que se obtenga del solicitante coincida, al menos, en un noventa por ciento con 
los registros de las bases de datos ya sea del Instituto Nacional Electoral, la Secretaría de Relaciones Exteriores o con los de alguna 
otra autoridad mexicana que provea un servicio de verificación de información biométrica. 
 
Adicionalmente, las Entidades deberán contar con una tecnología que permita identificar al solicitante mediante una grabación que 
contenga imagen y, en su caso, sonido, la cual deberá ser conservada sin ediciones en su total duración durante toda la vigencia del 
contrato y, una vez que este concluya, por un periodo de, al menos, diez años a partir de la conclusión de la relación contractual, y 
deberán observar los requisitos a que se refiere el artículo 4, párrafo segundo del presente Anexo. Para cumplir con el inciso c) será 
necesario verificar la calidad del sonido cuando resulte aplicable. 
 
Artículo 6.- En caso de que el Instituto Nacional Electoral, la Secretaría de Relaciones Exteriores o alguna otra autoridad mexicana que 
provea un servicio de verificación de información biométrica, no puedan responder a las solicitudes de verificación de información 
biométrica a que se refiere el artículo 5 del presente Anexo por fallas técnicas o de comunicación imputables a la autoridad mexicana 
correspondiente, las Entidades podrán, en caso de contar con la autorización correspondiente, llevar a cabo el Mecanismo Tecnológico 
de Identificación del artículo 4 del presente Anexo 2, sujetándose a los límites correspondientes. 
 
Capítulo IV "Requisitos" 
 
Artículo 7.- Adicionalmente, para efectos de lo establecido en el presente Anexo, las Entidades deberán: 
 

I. Obtener previa autorización de la Comisión. 
 
No será necesaria la autorización a que se refiere el párrafo anterior, cuando las Entidades se sujeten a los umbrales a que se refiere 
el artículo 2, fracción I del presente Anexo y lleven a cabo el Mecanismo Tecnológico de Identificación a que se refiere el artículo 5 del 
presente Anexo. En este supuesto, las Entidades deberán informar de manera previa a la Comisión los productos y la fecha en la que 
empezarán a ofrecerlos, a través de los medios electrónicos que esta última señale. 
 
Asimismo, las Entidades deberán observar lo establecido en las fracciones II a VII del presente artículo, así como con los requisitos 
previstos en los artículos 8 y 9 del presente Anexo. Las Entidades deberán conservar toda la información y documentación soporte, 
misma que deberá estar a disposición de la Comisión, a requerimiento de esta última, dentro del plazo que la propia Comisión establezca. 
 
Para efectos de la presente fracción, la Entidad deberá presentar la solicitud de autorización mediante escrito libre dirigido a la Comisión, 
la cual deberá resolver conforme a los plazos previstos en la ley financiera aplicable. 
 

II. Requerir al solicitante que declare si ya es Cliente de la Entidad. En caso de que la declaratoria sea afirmativa, la Entidad 
deberá observar lo previsto en la fracción IV del presente artículo. Con independencia de la declaratoria del solicitante, la 
Entidad deberá completar su expediente de identificación de acuerdo con el producto que pretenda contratar. 
 

III. Requerir al solicitante que haya declarado no ser Cliente de la Entidad el envío de un formulario a través del medio electrónico 
que la Entidad establezca al efecto, en el cual se deberán incluir, al menos, los datos de identificación a que se refiere la 4ª 
Ter de las presentes Disposiciones. 

 
El formulario mencionado deberá incluir una manifestación que señale que su envío a la Entidad de que se trate constituye la aceptación 
del solicitante para que su imagen y, en su caso, su voz sean grabadas en alguno de los Mecanismos Tecnológicos de Identificación a 
que se refiere el Capítulo III de este Anexo. Dicha manifestación podrá realizarse a través de herramientas automatizadas que permitan 
su grabación y posterior reproducción. 
 

IV. En caso de que el solicitante declare ser Cliente de la Entidad, esta deberá verificar como mínimo los datos de nombre 
completo, número de Cliente y Clave Única del Registro de Población del Cliente, así como los demás datos que ella misma 
determine con el fin de corroborar contra sus propios registros que, en efecto, se trata de un Cliente, y en caso de que así 
sea, la Entidad deberá autenticarlo con un factor de autenticación categoría 3. 
 

Se entenderá como factor de autenticación categoría 3 a la información contenida, recibida o generada por medios o dispositivos 
electrónicos, así como la obtenida por dispositivos generadores de contraseñas dinámicas de un solo uso. Dichos medios o dispositivos 
deberán ser proporcionados por las Entidades a sus Clientes y la información contenida, recibida o generada por ellos deberá cumplir 
con las características siguientes: 
 

a) Contar con propiedades que impidan su duplicación o alteración. 
b) Ser información dinámica que no podrá ser utilizada en más de una ocasión. 
c) Tener una vigencia que no podrá exceder de dos minutos. 



d) No ser conocida con anterioridad a su generación y a su uso por los funcionarios, empleados, representantes o comisionistas 
de la Entidad o por terceros. 

 
En caso de que la verificación a que se refiere el primer párrafo de esta fracción sea exitosa, la Entidad podrá proceder a la contratación 
de los productos previstos en el artículo 2 de este Anexo, sin necesidad de llevar a cabo lo establecido en las fracciones V a VIII 
siguientes. 
 
Cuando la verificación a la que se refiere la presente fracción no resulte exitosa, la Entidad deberá observar los mismos requisitos 
previstos en el presente Anexo para los solicitantes que declaren no ser Clientes. 
 

V. Si la Entidad corrobora que el solicitante no es su Cliente, conjuntamente con el formulario a que se refiere la fracción III del 
presente artículo, deberá requerir al solicitante el envío de una fotografía a color de alguno de los documentos válidos de 
identificación, a que se refiere la 4ª Ter de las presentes Disposiciones, por el anverso y el reverso y verificar los elementos 
de seguridad, a fin de detectar si presentan alteraciones o inconsistencias, para lo cual deberán contar con la tecnología 
necesaria para ello. 
 

En adición a lo anterior, las Entidades deberán confirmar la existencia de la Clave Única de Registro de Población con el Registro 
Nacional de Población, así como que los datos de esta y los proporcionados en el formulario coinciden entre sí. 
 
Tratándose de la credencial para votar expedida por el Instituto Nacional Electoral en el país o a través de las oficinas consulares de la 
Secretaría de Relaciones Exteriores en el extranjero, las Entidades deberán verificar la coincidencia de los datos que a continuación se 
listan, con los registros del propio Instituto o con los de alguna otra autoridad mexicana que provea un servicio de verificación respecto 
a dicho documento de identificación: 
 

a) El Código Identificador de Credencial (CIC), que se encuentra impreso en la credencial para votar o , en su caso, el Código 
de Reconocimiento Óptico de Caracteres (OCR). 

b) Año de registro. 
c) Clave de elector 
d) Número y año de emisión. 

 
Las Entidades deberán verificar que los apellidos paterno y materno y nombre o nombres, tal como aparezcan en la credencial para 
votar presentada, coinciden con los registros del Instituto Nacional Electoral o del Registro Nacional de Población o con los de alguna 
otra autoridad mexicana que provea un servicio de verificación de dicho documento de identificación. 
 
Tratándose del pasaporte mexicano expedido por la Secretaría de Relaciones Exteriores en el país o a través de sus oficinas consulares 
en el extranjero, las Entidades deberán verificar la coincidencia de los datos que a continuación se mencionan con los registros de la 
propia Secretaría o con los de alguna otra autoridad mexicana que provea un servicio de verificación respecto a dicho documento de 
identificación: 
 

a) El Código de Reconocimiento Óptico de Caracteres (OCR). 
b) Apellidos paterno y materno y nombre(s), tal como aparezcan en el pasaporte mexicano. 
c) Número de Pasaporte. 

 
En caso del certificado de matrícula consular expedida por las oficinas consulares de la Secretaría de Relaciones Exteriores en el 
extranjero, las Entidades deberán verificar la coincidencia de los datos que a continuación se mencionan con los registros de la propia 
Secretaría o con los de alguna otra autoridad mexicana que provea un servicio de verificación respecto a dicho documento de 
identificación: 
 

a) Apellidos paterno y materno y nombre(s), tal como aparezcan en el certificado de matrícula consular. 
b) Fecha de expedición y fecha de expiración. 
c) Número del documento. 

 
Adicionalmente, las Entidades deberán requerir al solicitante que envíe en formato digital los documentos necesarios para integrar y 
conservar su expediente de identificación en términos de lo previsto en la 4ª Ter de las presentes Disposiciones. 
 

VI. Informar al solicitante el procedimiento que se seguirá en el Mecanismo Tecnológico de Identificación que corresponda 
previsto en el Capítulo III del presente Anexo y cuáles son los accesos a los medios para su realización, así como entregar 
un código de un solo uso, el cual será requerido al solicitante al inicio del Mecanismo Tecnológico de Identificación de que 
se trate. 
 

VII. Las Entidades deberán suspender el proceso de contratación del solicitante cuando se presente cualquiera de los casos 
siguientes: 



a) La calidad de la imagen y en su caso, la del sonido, no permitan realizar una identificación plena del solicitante. 
b) El solicitante no presente el documento válido de identificación previamente enviado junto con el formulario a que se refiere 

la fracción III del artículo 7 del presente Anexo, los datos obtenidos de esta no coincidan con los registros del Instituto Nacional 
Electoral, la Secretaría de Relaciones Exteriores, del Registro Nacional de Población o con los de alguna otra autoridad 
mexicana que provea un servicio de verificación de información biométrica respecto de dicho documento de identificación o, 
el resultado de la validación de los elementos de los mencionados documentos, o de las verificaciones biométricas del rostro 
del solicitante a que se refiere el artículo 5 anterior, no alcancen la efectividad o nivel de fiabilidad a que hace referencia la 
fracción VII del artículo 9 del presente Anexo. 

c) La Clave Única de Registro de Población no coincida con la información del Registro Nacional de Población. 
d) El código de un solo uso requerido al solicitante no sea confirmado por este. 
e) Se presenten situaciones atípicas o riesgosas, o bien, la Entidad tenga dudas acerca de la autenticidad del documento válido 

de identificación o de la identidad del solicitante. 
 
En caso de suspensión del proceso de contratación por las causas mencionadas en los incisos anteriores, las Entidades deberán 
almacenar la información y documentación obtenida, por lo menos, durante 30 días naturales, con el objetivo de que, en caso de retomar 
los procesos de contratación, se corrobore que la información sea consistente. Adicionalmente, la mencionada información y 
documentación deberá ser utilizada por las Entidades en los controles previstos en estas Disposiciones. 
 
Para el caso de Clientes o solicitantes que sean personas morales, para efectos de la identificación de sus apoderados o representantes 
legales, las Entidades deberán observar los mismos procedimientos señalados en el presente artículo, con la salvedad de que, para el 
caso de solicitantes que declaren no ser Clientes, el envío del formulario a que se refiere la fracción III de este artículo, deberá hacerse 
mediante archivo firmado con la Firma Electrónica Avanzada de la persona moral de que se trate. 
 
La tecnología utilizada para los procedimientos a que se refiere el presente Anexo deberá ser aprobada por el responsable de riesgos 
o su equivalente o, en caso de no contar con este, por el comité de auditoría, el consejo de administración o administrador único de la 
Entidad. 
 
Artículo 8.- Las Entidades deberán contar con los medios necesarios para la transmisión y resguardo de la información, datos y archivos 
generados en los procedimientos de identificación a que se refiere el Artículo 7 del presente Anexo, los cuales garanticen la integridad 
de dicha información, así como la correcta lectura de los datos y la imposibilidad de su manipulación, al igual que su adecuada seguridad, 
conservación y localización. 
 
Las Entidades a que se refiere el artículo anterior podrán utilizar mejoras tecnológicas que ayuden a compensar la nitidez de las 
imágenes, cuando se muestre alguno de los documentos válidos de identificación y se realice el reconocimiento facial del solicitante, 
las cuales deberán ser aprobadas por su responsable de riesgos o su equivalente o, en caso de no contar con este, por el comité de 
auditoría, el consejo de administración o administrador único. 
 
Capítulo V "Otras disposiciones" 
 
Artículo 9.- Las Entidades, al solicitar la autorización a que se refiere el artículo 7 deberán presentar lo siguiente: 
 

I. Descripción detallada del proceso de identificación no presencial, así como la Infraestructura Tecnológica utilizada en cada 
parte de este, especificando la función de cada componente de dicha infraestructura el cual deberá ser aprobado por el 
responsable de riesgos o su equivalente o, en caso de no contar con este, por el comité de auditoría, el consejo de 
administración o administrador único. 

 
Asimismo, las Entidades deberán incluir a todos los proveedores de tecnología que intervienen en la Infraestructura Tecnológica y, en 
su caso, las aplicaciones principales utilizadas para el referido proceso y su interrelación. 
 

II. Descripción de los medios electrónicos utilizados para que los solicitantes envíen, en su caso, el formulario y documentos 
por un canal seguro considerando, al menos, el tipo de transmisión del dispositivo hacia el nodo que recibe la información 
del formulario, tales como Hyper Text Transfer Protocol Secure, o Transport Layer Security versión 1.2 o superior. 

III. Nombre del prestador de servicios de certificación autorizado por la Secretaría de Economía utilizado para la conservación 
de la versión digital de alguno de los documentos válidos de identificación, a que se refiere la 4ª Ter de las presentes 
Disposiciones, conforme a la Norma Oficial Mexicana sobre digitalización y conservación de Mensajes de Datos aplicable o 
considerar una norma internacional siempre que el estándar de cumplimiento tenga al menos los requisitos de la norma oficial 
mexicana y no contravenga la misma. 

IV. Diagrama de red que muestre todos los componentes de la Infraestructura Tecnológica que forman parte del proceso de 
identificación no presencial, incluyendo la segregación de redes de comunicaciones y equipos de seguridad perimetral, 
considerando esquemas de redundancia. 



V. Información detallada sobre si las imágenes de los documentos válidos de identificación, grabaciones e información 
biométrica se mantendrán en instalaciones de proveedores de servicios o de la propia Entidad, describiendo los controles 
para la gestión de acceso y mecanismos para su almacenamiento. 

VI. Evidencia de que los medios de verificación de la validez de los documentos de identificación tienen la efectividad aprobada 
por el responsable de riesgos o su equivalente o, en caso de no contar con este, por el comité de auditoría, el consejo de 
administración o administrador único. 

VII. En su caso, evidencia de que los sistemas, herramientas o mecanismos utilizados para los reconocimientos de identificación 
de rostro o las verificaciones de cualquier otro elemento biométrico que se utilicen tengan el nivel de fiabilidad determinado 
por el responsable de riesgos o su equivalente o, en caso de no contar con este, por el comité de auditoría, el consejo de 
administración o administrador único de la Entidad. 

VIII. En su caso, información detallada sobre las pruebas de calibración a los sistemas, herramientas o mecanismos utilizados 
para los reconocimientos de identificación de rostro o las verificaciones de cualquier otro elemento biométrico que se utilicen.  
 

Dichas pruebas deben ser realizadas conforme a los umbrales establecidos por la Entidad, los cuales deberán contemplar los resultados 
de estas pruebas, y los ajustes del motor de validación derivado de ellos. Las Entidades deberán acompañar a su solicitud de 
autorización evidencias de todo lo anterior. 
 

IX. Los estándares de calidad de la imagen y, en su caso, de sonido. 
X. En su caso, la descripción técnica de los Factores de Autenticación categoría 3 que se requerirán para corroborar que un 

solicitante es Cliente de la Entidad, conforme a lo previsto en el artículo 7 del presente Anexo, así como las características 
del código de un solo uso. 

XI. Mecanismos a través de los cuales transmitirán y resguardarán de manera segura la información, datos y documentos 
generados en el procedimiento de identificación no presencial. 

XII. Mecanismos utilizados para garantizar la integridad, correcta lectura, imposibilidad de manipulación y adecuada seguridad, 
conservación y localización de la información, datos y documentos a que se refiere el presente Anexo. 

XIII. Mecanismos de cifrado en los canales de comunicación utilizados en el proceso de identificación no presencial, indicando la 
información que será transmitida por cada uno de dichos canales. 

XIV. Mecanismos utilizados para la gestión de accesos a los sistemas, así como las políticas para la gestión de accesos, en las 
que se incluya el uso de contraseñas robustas. 

XV. Políticas y procedimientos de gestión de incidentes de seguridad de la información. 
XVI. Mecanismos o herramientas utilizadas para el monitoreo y bloqueo de contrataciones que presenten las situaciones descritas 

en el inciso e) de la fracción VII del artículo 7 del presente Anexo. 
XVII. Realizar pruebas tendientes a detectar vulnerabilidades y amenazas, así como pruebas de penetración en los diferentes 

componentes de la Infraestructura Tecnológica utilizada en el proceso, ya sea propia o de terceros. Las pruebas de 
penetración mencionadas deberán realizarse por un tercero independiente que cuente con personal que tenga la capacidad 
técnica comprobable mediante certificaciones especializadas de la industria en la materia. 
 

Las Entidades deberán proporcionar a la Comisión evidencia de la realización de las pruebas a las que se refieren las fracciones VIII y 
XVII del presente artículo, antes de implementar el esquema que se les haya autorizado de conformidad con el artículo 7 del presente 
Anexo. 
 
Será responsabilidad de las Entidades que contraten a terceros para almacenar, procesar y transmitir información en el proceso de 
contratación no presencial, la vigilancia del cumplimiento al presente artículo, al menos una vez al año, así como la obligación de contar 
con la evidencia que lo sustente, la cual deberán tener a disposición de la Comisión en todo momento. 
 
Cuando las Entidades pretendan modificar alguno de los procedimientos que tengan autorizados para dar cumplimiento al artículo 4 o 
artículo 5, según corresponda del presente Anexo, requerirán de la previa autorización de la Comisión. 
 
 
X. Ley de Instituciones de Crédito 

 
Artículo 115.- En los casos previstos en los artículos 111 a 114 de esta Ley, se procederá indistintamente a petición de la Secretaría 

de Hacienda y Crédito Público, quien requerirá la opinión previa de la Comisión Nacional Bancaria y de Valores o bien, a petición de la 
institución de crédito de que se trate, del titular de las cuentas bancarias o de quien tenga interés jurídico. 

 
En los casos previstos en los artículos 114 Bis 1, 114 Bis 2, 114 Bis 3 y 114 Bis 4 de esta Ley, se procederá a petición de la 

Secretaría de Hacienda y Crédito Público, a solicitud de quien tenga interés jurídico. Dicha Secretaría requerirá la opinión previa de la 
Comisión Nacional Bancaria y de Valores. 

 
Lo dispuesto en los artículos citados en este Capítulo, no excluye la imposición de las sanciones que conforme a otras leyes fueren 

aplicables, por la comisión de otro u otros delitos. 
 



Las instituciones de crédito, en términos de las disposiciones de carácter general que emita la Secretaría de Hacienda y Crédito 
Público, escuchando la previa opinión de la Comisión Nacional Bancaria y de Valores, estarán obligadas, en adición a cumplir con las 
demás obligaciones que les resulten aplicables, a: 

 
I. Establecer medidas y procedimientos para prevenir y detectar actos, omisiones u operaciones que pudieran favorecer, prestar 

ayuda, auxilio o cooperación de cualquier especie para la comisión de los delitos previstos en los artículos 139 ó 148 Bis del Código 
Penal Federal o que pudieran ubicarse en los supuestos del artículo 400 Bis del mismo Código, y 

II. Presentar a la Secretaría de Hacienda y Crédito Público, por conducto de la Comisión Nacional Bancaria y de Valores, reportes 
sobre:  

a. Los actos, operaciones y servicios que realicen con sus clientes y usuarios, relativos a la fracción anterior, y 
b. Todo acto, operación o servicio, que realicen los miembros del consejo de administración, directivos, funcionarios, empleados y 

apoderados, que pudiesen ubicarse en el supuesto previsto en la fracción I de este artículo o que, en su caso, pudiesen contravenir o 
vulnerar la adecuada aplicación de las disposiciones señaladas. 

 
Los reportes a que se refiere la fracción II de este artículo, de conformidad con las disposiciones de carácter general previstas en 

el mismo, se elaborarán y presentarán tomando en consideración, cuando menos, las modalidades que al efecto estén referidas en 
dichas disposiciones; las características que deban reunir los actos, operaciones y servicios a que se refiere este artículo para ser 
reportados, teniendo en cuenta sus montos, frecuencia y naturaleza, los instrumentos monetarios y financieros con que se realicen, y 
las prácticas comerciales y bancarias que se observen en las plazas donde se efectúen; así como la periodicidad y los sistemas a través 
de los cuales habrá de transmitirse la información. Los reportes deberán referirse cuando menos a operaciones que se definan por las 
disposiciones de carácter general como relevantes, internas preocupantes e inusuales, las relacionadas con transferencias 
internacionales y operaciones en efectivo realizadas en moneda extranjera. 

 
Asimismo, la Secretaría de Hacienda y Crédito Público en las citadas disposiciones de carácter general emitirá los lineamientos 

sobre el procedimiento y criterios que las instituciones de crédito deberán observar respecto de: 
 

a. El adecuado conocimiento de sus clientes y usuarios, para lo cual aquéllas deberán considerar los antecedentes, condiciones 
específicas, actividad económica o profesional y las plazas en que operen; 
b. La información y documentación que dichas instituciones deban recabar para la apertura de cuentas o celebración de contratos 
relativos a las operaciones y servicios que ellas presten y que acredite plenamente la identidad de sus clientes; 
c. La forma en que las mismas instituciones deberán resguardar y garantizar la seguridad de la información y documentación relativas 
a la identificación de sus clientes y usuarios o quienes lo hayan sido, así como la de aquellos actos, operaciones y servicios reportados 
conforme al presente artículo; 
d. Los términos para proporcionar capacitación al interior de las instituciones sobre la materia objeto de este artículo. Las disposiciones 
de carácter general a que se refiere el presente artículo, señalarán los términos para su debido cumplimiento; 
e. El uso de sistemas automatizados que coadyuven al cumplimiento de las medidas y procedimientos que se establezcan en las propias 
disposiciones de carácter general a que se refiere este artículo, y 
f. El establecimiento de aquellas estructuras internas que deban funcionar como áreas de cumplimiento en la materia, al interior de cada 
institución de crédito. 
Las instituciones de crédito deberán conservar, por al menos diez años, la información y documentación a que se refiere el inciso c) del 
párrafo anterior, sin perjuicio de lo establecido en éste u otros ordenamientos aplicables. 
 
La Secretaría de Hacienda y Crédito Público estará facultada para requerir y recabar, por conducto de la Comisión Nacional Bancaria y 
de Valores, a las instituciones de crédito, quienes estarán obligadas a entregar información y documentación relacionada con los actos, 
operaciones y servicios a que se refiere este artículo. La Secretaría de Hacienda y Crédito Público estará facultada para obtener 
información adicional de otras personas con el mismo fin y a proporcionar información a las autoridades competentes. 
 
Las instituciones de crédito deberán suspender de forma inmediata la realización de actos, operaciones o servicios con los clientes o 
usuarios que la Secretaría de Hacienda y Crédito Público les informe mediante una lista de personas bloqueadas que tendrá el carácter 
de confidencial. La lista de personas bloqueadas tendrá la finalidad de prevenir y detectar actos, omisiones u operaciones que pudieran 
ubicarse en los supuestos previstos en los artículos referidos en la fracción I de este artículo. 
 

La obligación de suspensión a que se refiere el párrafo anterior dejará de surtir sus efectos cuando la Secretaria de Hacienda y 
Crédito Público elimine de la lista de personas bloqueadas al cliente o usuario en cuestión. 

 
La Secretaría de Hacienda y Crédito Público establecerá, en las disposiciones de carácter general a que se refiere este artículo, los 

parámetros para la determinación de la introducción o eliminación de personas en la lista de personas bloqueadas. 
 
El cumplimiento de las obligaciones señaladas en este artículo no implicará trasgresión alguna a lo establecido en el artículo 142 

de esta Ley. 
 



Las disposiciones de carácter general a que se refiere este artículo deberán ser observadas por las instituciones de crédito, así 
como por los miembros del consejo de administración, directivos, funcionarios, empleados y apoderados respectivos, por lo cual, tanto 
las entidades como las personas mencionadas serán responsables del estricto cumplimiento de las obligaciones que mediante dichas 
disposiciones se establezcan. 

 
La violación a las disposiciones a que se refiere este artículo será sancionada por la Comisión Nacional Bancaria y de Valores 

conforme al procedimiento previsto en el artículo 107 Bis, 109 Bis 5, segundo y tercer párrafos de la presente Ley, con multa equivalente 
del 10% al 100% del monto del acto, operación o servicio que se realice con un cliente o usuario que se haya informado que se encuentra 
en la lista de personas bloqueadas a que se refiere este artículo; con multa equivalente del 10% al 100% del monto de la operación 
inusual no reportada o, en su caso, de la serie de operaciones relacionadas entre sí del mismo cliente o usuario, que debieron haber 
sido reportadas como operaciones inusuales; tratándose de operaciones relevantes, internas preocupantes, las relacionadas con 
transferencias internacionales y operaciones en efectivo realizadas en moneda extranjera, no reportadas, así como los incumplimientos 
a cualquiera de los incisos a., b., c., e. del quinto párrafo de este artículo, se sancionará con multa de 30,000 a 100,000 días de salario 
y en los demás casos de incumplimiento a este precepto y a las disposiciones que de él emanen multa de 5,000 a 50,000 días de salario. 

 
Los servidores públicos de la Secretaría de Hacienda y Crédito Público y de la Comisión Nacional Bancaria y de Valores, las 

instituciones de crédito, sus miembros del consejo de administración, directivos, funcionarios, empleados y apoderados, deberán 
abstenerse de dar noticia de los reportes y demás documentación e información a que se refiere este artículo, a personas o autoridades 
distintas a las facultadas expresamente en los ordenamientos relativos para requerir, recibir o conservar tal documentación e 
información. La violación a estas obligaciones será sancionada en los términos de las leyes correspondientes. 

 
XI. Ley General de Títulos y Operaciones de Crédito. 

 
Artículo 294.- - Aun cuando en el contrato se hayan fijado el importe del crédito y el plazo en que tiene derecho a hacer uso de él 

el acreditado, pueden las partes convenir en que cualquiera o una sola de ellas estará facultada para restringir el uno o el otro, o ambos 
a la vez, o para denunciar el contrato a partir de una fecha determinada o en cualquier tiempo, mediante aviso dado a la otra parte en 
la forma prevista en el contrato, o a falta de ésta, por ante notario o corredor, y en su defecto, por conducto de la primera autoridad 
política del lugar de su residencia, siendo aplicables al acto respectivo los párrafos tercero y cuarto del artículo 143. 

 
Cuando no se estipule término, se entenderá que cualquiera de las partes puede dar por concluido el contrato en todo tiempo, 

notificándolo así a la otra como queda dicho respecto del aviso a que se refiere el párrafo anterior. 
 

Denunciado el contrato o notificada su terminación de acuerdo con lo que antecede, se extinguirá el crédito en la parte de que no hubiere 
hecho uso el acreditado hasta el momento de esos actos; pero a no ser que otra cosa se estipule, no quedará liberado el acreditado de 
pagar los premios, comisiones y gastos correspondientes a las sumas de que no hubiere dispuesto, sino cuando la denuncia o la 
notificación dichas procedan del acreditante. 
 

Artículo 334.- En materia de comercio, la prenda se constituye: 

I.- Por la entrega al acreedor, de los bienes o títulos de crédito, si éstos son al portador; 

II.- Por el endoso de los títulos de crédito en favor del acreedor, si se trata de títulos nominativos, y por este mismo endoso y la 
correspondiente anotación en el registro, si los títulos son de los mencionados en el artículo 24; 

III.- Por la entrega, al acreedor, del título o del documento en que el crédito conste, cuando el título o crédito materia de la prenda 
no sean negociables, con inscripción del gravamen en el registro de emisión del título o con notificación hecha al deudor, según que se 
trate de títulos o créditos respecto de los cuales se exija o no tal registro; 

IV.- Por el depósito de los bienes o títulos, si éstos son al portador, en poder de un tercero que las partes hayan designado, y a 
disposición del acreedor; 

V.- Por el depósito de los bienes, a disposición del acreedor, en locales cuyas llaves queden en poder de éste, aun cuando tales 
locales sean de la propiedad o se encuentren dentro del establecimiento del deudor; 

VI.- Por la entrega o endoso del título representativo de los bienes objeto del contrato, o por la emisión o el endoso del bono de 
prenda relativo; 

VII.- Por la inscripción del contrato de crédito refaccionario o de habilitación o avío, en los términos del artículo 326; 

VIII.- Por el cumplimiento de los requisitos que señala la Ley General de Instituciones de Crédito, si se trata de créditos en libros. 

 

Artículo 335.- Cuando se den en prenda bienes o títulos fungibles, la prenda subsistirá aun cuando los títulos o bienes sean 
sustituidos por otros de la misma especie. 

 



Artículo 336.- Cuando la prenda se constituya sobre bienes o títulos fungibles, puede pactarse que la propiedad de éstos se 
transfiera al acreedor, el cual quedará obligado, en su caso, a restituir al deudor otros tantos bienes o títulos de la misma especie. Este 
pacto debe constar por escrito. 

 

Artículo 336 Bis.- En los casos en los que las partes hubieren pactado la transferencia de propiedad del efectivo cuando exista un 
incumplimiento de las obligaciones garantizadas, de presentarse éste el acreedor prendario conservará el efectivo, hasta por la cantidad 
que importen las obligaciones garantizadas, sin necesidad de que exista un procedimiento de ejecución o resolución judicial, 
extinguiéndose éstas por dicho monto. 

Si el monto de la prenda y la obligación garantizada no fueren de igual cantidad, queda expedita la acción por el resto de la deuda. 

En estos casos, se entenderá que la transferencia de propiedad del efectivo se llevó a cabo por el consentimiento de las partes 
como una forma de pago de las obligaciones del deudor y no en ejecución de la prenda. 

Cuando la prenda se constituya sobre dinero, se entenderá transferida la propiedad, salvo convenio en contrario. 

 

Artículo 337.- El acreedor prendario está obligado a entregar al deudor, a expensas de éste, en los casos a que se refieren las fracciones 
I, II, III, V y VI del artículo 334, un resguardo que exprese el recibo de los bienes o títulos dados en prenda y los datos necesarios para 
su identificación. 


